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1. INDEPENDENT AUDITOR’S REPORT 

 

INDEPENDENT AUDITOR'S ISAE 3000 ASSURANCE REPORT FOR THE PERIOD 1 OCTOBER 2022 TO 30 SEP-

TEMBER 2023 ON THE DESCRIPTION OF COMASYSTEM AND THE RELATED TECHNICAL AND ORGANISA-

TIONAL SECURITY MEASURES AND OTHER CONTROLS, THEIR DESIGN AND OPERATING EFFECTIVENESS 

AIMED AT PROCESSING AND PROTECTION OF PERSONAL DATA UNDER THE GENERAL DATA PROTECTION 

REGULATION AND THE DANISH DATA PROTECTION ACT  

 

To:  The Management of COMAsystem ApS 

 COMAsystem ApS’ customers (data controllers) 

 

 

Scope 

We have been engaged to report on COMAsystem ApS’ (the data processor) description in section 3 of CO-

MASYSTEM and the related technical and organisational measures and other controls, relating to pro-

cessing and protection of personal data in accordance with the Regulation of the European Parliament and 

of the Council on the protection of natural persons with regard to the processing of personal data and on 

the free movement of such data (the EU General Data Protection Regulation) and the Danish Act on Sup-

plementary Provisions to the Regulation (Danish Data Protection Act), and on the design and operating ef-

fectiveness of the technical and organisational measures and other controls related to the control objec-

tives stated in the description for the period 1 October 2021 to 30 September 2022.  

 

The data processor’s responsibilities 

The data processor is responsible for preparing the representation in section 2 and the accompanying de-

scription, including the completeness, accuracy, and manner in which the representation and description 

are presented. Furthermore, the Data Processor is responsible for providing the services covered by the 

description; stating the control objectives; and designing, implementing and effectively operating controls 

to achieve the stated control objectives. 

 

Auditor’s independence and quality control 

We have complied with the requirements of independence and other ethical requirements of the Interna-

tional Ethics Standards Board of Auditors' International Guidelines on the Conduct of Auditors (IESBA 

Code), which are based on the fundamental principles of integrity, objectivity, professional competence, 

and due diligence, confidentiality, and professional conduct, as well as ethical requirements applicable in 

Denmark. 

 

BDO Statsautoriseret revisionsaktieselskab applies International Standard on Quality Management, ISQM 1, 

which requires the firm to design, implement and operate a system of quality management including poli-

cies or procedures regarding compliance with ethical requirements, professional standards and applicable 

legal and regulatory requirements. 

 

Auditor's responsibilities 

Our responsibility is to express an opinion on the Data Processor’s description in section 3 and on the de-

sign and operating effectiveness of the controls related to the control objectives stated in the description, 

based on our procedures.  

 

We have performed our work in accordance with ISAE 3000 on other assurance engagements with certainty 

than audit or review of historical financial information. That standard requires that we plan and perform 

our procedures to obtain reasonable assurance about whether, in all material respects, the description is 

fairly presented, and the controls are appropriately designed. 
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An assurance engagement to report on the description, design and operating effectiveness of controls at a 

Data Processor involves performing procedures to obtain evidence about the disclosures in the Data Pro-

cessor’s description and about the design and operating effectiveness of the controls. The procedures se-

lected depend on the auditor’s judgment, including the assessment of the risks that the description is not 

fairly presented, and that controls are not appropriately designed or operating effectively. Our procedures 

included testing the operating effectiveness of those controls that we consider necessary to provide rea-

sonable assurance that the control objectives stated in the description were achieved. In addition, an as-

surance engagement with certainty of this type includes assessment of the total presentation of the de-

scription, the appropriateness of the herein stated control objectives as well as the appropriateness of the 

criteria specified and described in section 2.  

 

In our opinion, the evidence obtained is sufficient and suitable to form basis for our conclusion.  
  

Limitations of controls with a data processor 

The data processor’s description is prepared to meet the common needs of a wide range of data control-

lers and therefore may not include all the aspects when applying COMASYSTEM that each individual data 

controller may consider important in their own special environment. Also, because of their nature, con-

trols at a data processor may not prevent or detect all breaches of the personal data security. Further-

more, the projection of any evaluation of the operating effectiveness of controls to future periods is sub-

ject to the risk that controls at a data processor may become inadequate or fail. 

 

Conclusion  

Our opinion has been formed on the basis of matters outlined in this report. The criteria we used in form-

ing our opinion are those described in the data processor's statement in section 2. In our opinion  

 

a. the description of COMASYSTEM and the relating technical and organisational security measures 

and other controls related to processing and protection of personal data in accordance with the 

General Data Protection Regulation and the Data Protection Act as they were designed and imple-

mented in the entire period from 1 October 2022 to 30 September 2023, in all material respects is 

fair, and 

 

b. that the technical and organisational measures and other controls relating to the control objec-

tives stated in the description in all material respects were suitably designed in the entire period 

from 1 October 2022 to 30 September 2023, and 

 

c. that tested technical and organisational measures and other controls, which were the ones neces-

sary for expressing a high degree of certainty that the control objectives in the description were 

reached in all material respects, have performed efficiently in the entire period from 1 October 

2022 to 30 September 2023. 
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Description of test of controls  

The specific controls tested, and the results of those tests are listed in section 4. 
 

Intended users and objective 

This internal report is intended solely for the data controllers, who have applied the data processor’s CO-

MASYSTEM, and who have sufficient understanding to assess this report together with other information, 

including the technical and organisational security measures and other controls performed by the data 

controllers themselves, when assessing whether the provisions of the General Data Protection Regulation 

and the Data Protection Act have been complied with.  

 

 

Copenhagen, 24 October 2023 

 

BDO Statsautoriseret revisionsaktieselskab 

 

 

 

Nicolai T. Visti Mikkel Jon Larssen 

Partner, State-Authorised Public Accountant Partner, Head of Risk Assurance, CISA, CRISC  
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2. COMASYSTEM APS’ STATEMENT 

 
COMAsystem ApS handles processing of personal data in connection with COMASYSTEM for our clients who 
are data controllers in accordance with the regulation of the European Parliament and of the Council on 
protection of natural persons with regard to the processing of personal data and on the free movement of 
such data (the General Data Protection Regulation) and the Act on supplementary provisions to the Gen-
eral Data Protection Regulation (the Data Protection Act). 
 
The accompanying description is prepared for the data controllers, who have applied COMASYSTEM, and 
who have sufficient understanding to assess the description together with other information, including the 
technical and organisational security measures and other controls performed by the data controllers them-
selves, when assessing whether the provisions of the General Data Protection Regulation and the Data Pro-
tection Act have been complied with. 
 
COMAsystem ApS uses subprocessors. The subprocessors’ relevant control objectives and relating technical 
and organisational security measures and other controls are not included in the following description. 
  
COMAsystem ApS confirms that the accompanying description in section 3 fairly presents COMASYSTEM and 

the related technical and organisational measures and other controls for the period 1 October 2022 to 30 

September 2023. The criteria used in making this statement were that the accompanying description: 

  

1. Accounts for COMASYSTEM, and how the general technical and organisational security measures and 

other controls were designed and implemented, including accounts for:  

 The types of services provided.  

 The processes applied to ensure that the data processing has been performed in accordance 

with contract, instruction or in agreement with the data controller. 

 The processes that ensure that the staff authorised to process personal data have accepted an 

obligation of confidentiality or are subject to an appropriate statutory professional secrecy. 

 The processes, which at termination of processing ensure that, at the choice of the controller, 

all personal data are deleted or returned to the data controller, unless there is a requirement 

or regulation to store the personal data.  

 The processes, which in the event of breach of personal data security, ensure that the data 

controller can file a report with the supervisory authority and notify the data subjects. 

 The processes, which ensure appropriate technical and organisational security measures for 

the processing of personal data considering the risks that processing involve, especially by ac-

cidental or illegal destruction, loss, change, unauthorised disclosure of or access to personal 

data transmitted, stored or otherwise processed. 

 The controls, which we with reference to the delimitation of COMASYSTEM have assumed 

would be designed and implemented by the data controllers and which, if necessary to 

achieve the control objectives, are identified in the description. 

 The other aspects of the control environment, risk assessment process, information systems 

and communication control activities and supervisory controls relevant to the the processing 

of personal data.  

  

2. Includes relevant information on changes in COMASYSTEM and the related technical and organisa-

tional measures and other controls performed throughout the period 1 October 2022 to 30 Septem-

ber 2023. 
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3. Does not leave out or misrepresent information relevant to the scope of COMASYSTEM and the re-

lating technical and organisational security measures and other controls considering that this de-

scription has been prepared to meet the common needs of a wide range of clients/data controllers 

and consequently, cannot include all aspects of COMASYTEM that the individual data controller may 

consider important in their special environment. 

 

COMAsystem ApS confirms that the technical and organisational measures and other controls related to 

the control objectives stated in the accompanying description were suitable designed for the period 1 Oc-

tober 2022 to 30 September 2023. The criteria used in making this statement were that:  

 

1. The risks threatening the achievement of the control objectives stated in the description were 

identified. 

 

2. The identified controls would, if operated as described, provide reasonable assurance that those 

risks did not prevent the stated control objectives from being achieved. 

 

3. The controls were applied consistently as designed, including manual controls were performed by 

persons with appropriate competencies and rights, in the entire period from 1 October 2022 to 30 

September 2023. 

 

COMAsystem ApS confirms that appropriate technical and organisational security measures and other con-

trols have been implemented and maintained for the purpose of complying with the agreements made 

with the data controllers, generally accepted data processing principles and relevant demands on data 

processors in accordance with the General Data Protection Regulation and the Data Protection Act. 

 

 

Copenhagen, 24 October 2023 

 

COMAsystem ApS 

 

 

 

Christian Richter-Pedersen  

CEO  
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3. COMASYSTEM APS' DESCRIPTION OF COMASYSTEM AND THE RELATING CONTROLS 

INTRODUCTION 

The following description of COMASYSTEM has been prepared for the purpose of providing true and fair 

information as well as information for COMAsystem ApS’ clients and external auditors. 

 

Below are a complete description of the system's application, purpose and conditions in relation to the 

operation of the system. Thereafter, the approach and the ongoing maintenance of the risk assessment for 

the system are described. 

 

The description also includes an examination of the controls for procedures and documentation imple-

mented by the organisation. 

SYSTEM DESCRIPTION 

General 

COMASYSTEM is a Software as a Service (SaaS) web application, which stores and processes contract data 

for the users of the system. 

 

Used contract types include: 

 Supplier contracts 

 Sales contracts 

 Staff contracts 

 Service contracts 

 

The system enables active utilisation of relevant contract data by means of notifications sent to the re-

sponsible users with the customers. 

 

Thus, the system ensures compliance with renewal deadlines, terms of notice, compliance with obliga-

tions in relation to staffs and management of service agreements. 

 

The system in its current version has been developed for the purpose of extensive protection of personally 

identifiable data in accordance with article 25 of the General Data Protection Regulation - “Data protec-

tion by design and data protection by default”. 

 

Thereby, the system is applied by the customer for contract management, documentation in connection 

with compliance at processing of personal data and financial optimisation. 

 

Infrastructure and operation 

COMASYSTEM is hosted in Denmark, and back-up is also stored in different locations in Denmark. 

 

COMASYSTEM is placed in Global Connect A/S’ data centre in Høje-Taastrup, Zealand Denmark. Global 

Connect A/S solely performs housing tasks and does not act as data processor. 

 

The daily operation of the system, the development and support are conducted solely by COMAsystem ApS 

and Nordicode ApS, which is data processor. 

 

The use of Nordicode ApS as a data processor has stopped during the period and COMAsystem is now re-

sponsible for all development of the application. 

 

Digital Signatur is performed by subsupplier ADDOsign twoday A/S, which acts as data processor for cli-

ents, who opt for digital signature. 

 

Back-up is performed by subsupplier FrontSafe ApS, who are data processor. 
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The system is monitored 24/7 by COMAsystem ApS’ own employees. In addition, back-up locations are 

monitored by FrontSafe ApS. A number of external systems are used for monitoring. 

 

Risk assessment 

Premise of the risk assessment 

The risk assessment is performed in consideration of the specific information types processed by the sys-

tem, the amount and the sensitivity of the processed information. 

 

Likewise, the risk of the system is assessed in consideration of the threat(s), which would be relevant for 

the industries, in which the clients of the system work.  

 

Incidents related to IT or personal data security are included in the ongoing assessment of risks. 

 

The risk assessment has been performed under the assumption of an incident in pursuance of article 32 (2) 

of the General Data Protection Regulation. 

 

In this connection, it is assumed that the system handles both regular and sensitive personal data.  

 

Assessment and follow-up 

The risk assessment has been performed systematically through the following main areas: 

 Hardware and system software 

 Data transmission 

 Applications 

 Input data and output data materials 

 Organisation - internal 

 Subprocessors 

 Various incidents of more specific character (future actions) 

 

The risk assessment is used as an active tool and is considered a variable, which must be reassessed cur-

rently with regard to ensuring that COMASYSTEM is operated and developed in relation to the risk level 

required. 

 

For the risk assessment, the system RISMA is used, and the consequence for both the company and the 

data subject(s) is assessed, in accordance with the General Data Protection Regulation. 

 

All risks are controlled and linked together with processes and/or controls, where these appear of the 

compliance system applied by COMAsystem ApS. 

 

Risk assessments have been conducted in relation to consequences for both the company and the data 

subject. The risk assessment is currently reassessed, and processes are in place in connection with Devel-

opment and new initiatives, which are to ensure that the risk assessment is updated. 

 

It is based on the current threat level and the risk assessment is part of the documentation for the annual 

ISAE 3000 audit. Based on the audit recommendations, this may form the basis for new projects or proce-

dures, which are to strengthen the security for COMASYSTEM. 

 

SIGNIFICANT CHANGES IN THE PERIOD 

 

There has not been made any significant changes to the application or the infrastructure for the period. 

The cooperation with Nordicode ApS has stopped and their services are no lunger used to develop the sys-

tem. 
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CONTROLS 

General 

Controls are created and completed in RISMAcontrols. Controls in RISMAcontrols send out e-mails to those 

responsible for the controls in question, and it is also in RISMAcontrols that the completion of the controls 

is documented. 

 

The documentation, deviations in connection with control deadline and affiliation to risks and/or pro-

cessing activities are maintained in RISMAcontrols. 

 

In this way, it is the purpose to create an uniform and continuous overview and history of COMAsystem 

ApS's control regime. 

 

COMAsystem ApS has an active opinion of the ongoing control regime and currently adapts controls to 

changed processes or features and adds new or files unnecessary controls. 

 

A.5 Information security policies 

An information security policy has been implemented in the company, and it is revised annually. 

 

A.6 Organisation of Information Security 

In accordance with the information security policy, the board of directors has the overall responsibility for 

the organisation of the information security, and COMAsystem ApS’ Management has defined an infor-

mation security strategy. The information security has been unfolded in the entire organisation, and CO-

MAsystem ApS requires the same of external cooperative partners. 

 

A.7 Human Resource Security 

It is ensured during the employment of COMAsystem ApS’ employees that they can work with confidential 

matters and are assessed to be capable of handling the operation and the processing of confidential and 

sensitive data. 

There are also procedures which ensure closing of resigned employees. 

 

A.8 Asset Management 

The IT Manager has been appointed as the company’s system owner and operations manager. The classifi-

cation of systems and which data are processed have been considered. Processes for protection of mobile 

IT equipment and server are available. On workstations (mobile equipment) disc encryption has been es-

tablished. Data-carrying media are destroyed in accordance with approved procedure. 

 

A.9 Access Control 

In COMAsystem ApS, procedures for access control on workstations, systems and network have been intro-

duced. Access is granted according to function for the employees in question. 

  

Access to critical operations and back-end systems is protected by firewall and VPN, which is terminated 

in firewall. 

 

Rotation of passwords according to the minimum requirements of the IT policy has been planned for the 

VPN users.  

 

Users, who no longer has a function-related need or due to termination of the cooperation, are stripped of 

rights and/or access to parts of or all systems. 

 

Controls are implemented to monitor that only persons with function-related needs have access to specific 

systems. 
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There are no common user accounts, and personal usernames and codes will be provided. Secret codes are 

managed and stored encrypted. 

 

Access to data-carrying devices and/or critical systems will be according to assessment and in connection 

with work-related needs. 

 

There are transmission encryption at all log-in features. 

 

A.10 Cryptography 

Cryptography is worked with targeted at both transmission of data and in certain cases at storage of data. 

 

For e-mail communication, there are requirements for TLS communication. 

 

For access to web-based services, TLS encryption will be forced at minimum TLS 1.2. 

 

Back-up is transmitted with encryption and are stored with encryption. Front-Safe does not have access to 

the encryption key for COMAsystem's backup data. 

 

A.11 Physical and Environmental Security 

External housing solution is applied for COMAsystem ApS’ data centre, where there are 24/7 monitoring 

and access control.  

 

Only specific COMAsystem ApS’ employees with a work-related need have access to the physical material 

in the data centre. The physical material includes server, switches, firewall, etc. and is owned by CO-

MAsystem ApS. 

 

There is a procedure for secure disposal destruction of data-carrying media. 

 

At COMAsystem ApS, there is an alarm system with alarm calls and processes in place, so that workstations 

are automatically locked.  

 

A.12 Operations Security 

Compliance software is applied for management of processes, control and relating risk assessments. Inci-

dents are recorded according to specific processes, and COMAsystem ApS examines on an annual basis all 

recorded incidents in connection with process optimisation. 

 

Process and recording for patch management have been set up for both workstations and server. 

 

Operation/capacity monitoring and alarm calls are applied on server. 

 

Centralised software are applied on both work stations and servers to defend against virus and malware. 

 

Back-up has been considered in relation to type and which data to back up. In addition, it has also been 

considered how often it is necessary to complete back-ups. Back-up is verified according to ongoing con-

trol and at application of the system’s own verification settings. 

 

Logging has been set up on all operating units and is collected centrally. The access to log data is limited 

to specific employees. 

 

Change management is recorded in an incident log, and it is solely the IT Manager who is authorised to in-

stall and/or change the current software on servers. Employees can with the IT manager’s approval re-

ceive permission to install software on workstations.  

 

COMAsystem ApS keeps up to date with vulnerabilities in open media and professional network. 
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A.13 Communications Security 

Policies for communications security have been prepared. Solely employees with work-related needs may 

perform corrections in network equipment. 

 

Mission-critical networks may only be accessed via VPN. 

 

Only relevant and required services are exposed to the open net. 

 

Except forced TLS on all e-mails, internal mail service is applied for comasystem.dk, which is only applied 

by the application comasystem.dk.  
 

A.14 Development and Maintenance of Systems 

There are determined processed for initiation of development and guidelines for security requirements for 

development, acquisition and maintenance. 

 

Processes are worked with for monitoring and control of subsuppliers. 

According to the General Data Protection Regulation, any risk is reassessed currently as well as the re-

quirement for DPIA is reassessed currently. 

 

An uniform Pipeline is applied for development and new system features are documented. 

 

Production and development have been segregated, and production data are not developed. 

 

Processes for updating and upgrading of virtual machines as well as hypervisor and baremetal have been 

defined. 

 

A.15 Supplier Relationships 

Data processing agreements have been entered with subsuppliers and audit opinions have been obtained. 

 

Data processor without assurance reports is audited physically by COMAsystem ApS and without prior no-

tice. 

 

Physical control of data centre’s security and surrounding conditions has also been established. 

 

Supervision with primary suppliers is conducted in the following way: 

 

GlobalConnect A/S (not data processor): 

Delivery: Data centre housing 

 Physical control  

 Annual reassessment of audit opinion with special focus on physical security 

 

Nordicode ApS (cooperation has stopped during the period): 

Delivery: Development 

 Physical control 

 Awareness measures 

 Logging 

 Activity messages 

 

FrontSafe A/S: 

Delivery: Back-up 

 Function controls (separately during back-up) 

 Annual reassessment of audit opinion with focus on exemptions in relation to matters relating to 

back-up in transmission and during storage 

 

ADDOsign twoDay A/S (formerly known as VISMA): 
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Delivery: Digital signature 

 Annual reassessment of audit opinion with focus on exemptions in relation to matters relating to 

back-up in transmission and during storage 

 

A.16 Information Security Incident Management 

In general, preventive and discovering controls are applied so that personal data breaches may be pre-

vented or managed without undue delays. 

 

There are procedures for managing information security incidents. The management comprises recording, 

risk assessment, communication and mitigation. 

 

Employees and suppliers are currently made aware of how information security incidents must be handled. 

 

All security incidents are also processed according to the General Data Protection Regulation in connec-

tion with recording, orientation and notification. 

 

In most cases, COMAsystem ApS acts as data processor on behalf of the system's clients. Personal data 

breaches are therefore notified immediately to the relevant data controller(s). 

 

By this, it is specified that COMAsystem ApS’s customers are independent data controllers in relation to 

COMAsystem ApS and have the responsibility for their own risk assessment of incidents and notification to 

authorities as well as communication to the data subjects. 

 

A.17 Contingency Plans 

COMAsystem ApS has procedures in place to ensure start-up of mitigating measures without undue delays 

in case of system failures or other incidents, which makes COMASYSTEM unavailable for users and CO-

MAsystem ApS’ employees or reduces the functionality or security of the system. 

In addition, all incidents are also considered incidents under the General Data Protection Regulation and 

are risk assessed according to this. 

In principle, the CEO is responsible in relation to all incidents and arranges recording, communication, risk 

assessment and mitigation. 

CCO takes over this role when the CEO is absent. 

All incidents are managed centrally in COMAsystem ApS’s compliance software. 

 

A.18 Compliance 

Privacy policy has been prepared and is maintained currently via set up control. The policy is available for 

all COMAsystem ApS’ customers and guests on comasystem.dk/privacypolicy. 

 

In relation to awareness training, COMAsystem ApS operates with a very flat organisation and controls are 

set up, which contributes to repeated discussions and assessments of the conditions of the company in re-

lation to personal data and how employees and suppliers at COMAsystem ApS must handle these. 

 

Data processing agreements with customers are entered when entering agreements/contracts on delivery 

of COMASYSTEM software and must be signed before access is granted. 

The data processing agreement is always available on https://comasystem.dk/dpa. 

 

Data processor record, storage and maintenance hereof take place in the compliance system RISMAgdpr 

and file-based systems. Record, controls and risk assessment are documented in the system and form the 

basis for the current documentation of the compiled controls. 
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Compliance with instructions and notification if these are in contravention of legislation are also kept in 

RISMAgdpr, and assessments are currently performed via planned controls so that the organisation can be 

adjusted. 

 

Electronic storage of data processing agreements for suppliers takes place in RISMAgdpr and is compared 

with the obtained audit opinions. 

 

It is ensured that the subsuppliers meet the requirements from the data controllers through an uniform 

data processing agreement with COMAsystem ApS's customers and a selection of suppliers, which support 

the prepared instruction on security level and physical placement. In addition, data processors are risk 

assessed in relation to the functions, which they perform on behalf of COMAsystem ApS. 

 

Impact assessment (DPIA) is assessed not to be directly necessary to complete due to absence of high risk 

of the processing and as the processing only to a smaller extent comprises sensitive data. A control has 

been set up that DPIA for COMASYSTEM is currently reassessed. 

 

Deletion of data is both automated in COMAsystem ApS’s backup and in automated processes in the appli-

cation, which the data controllers have influence on themselves. Client data will be deleted at terminated 

client relations and are adhered to in the deletion processes. In addition, COMAsystem ApS stores only 

data, which fall under other legislation, such as the Danish Bookkeeping Act.  

 

The data subjects’ rights are described in procedures for COMAsystem ApS. However, the individual client 

as data controller must extract, correct or delete own data in relation to request, in accordance with arti-

cle 15-20 and article 7 of the General Data Protection Regulation on consent. In all cases, COMAsystem 

ApS will assist the data controller according to request, and these requests will be recorded in the inci-

dent log for COMAsystem ApS. 

 

Audit and inspection are performed annually and of own motion of COMAsystem ApS. Via external audit of 

the type ISAE 3000, COMAsystem ApS wishes to illustrate the company's focus on and abilities to work se-

curely and professionally with the customer's data. 

 

Assistance to the data controller is provided to the data controller and the details appear from the data 

processing agreement. 

 

Controls are set up to handle the protection and documentation of changes, removals or additions of busi-

ness processes in COMAsystem ApS. The controls will be completed in consideration of the risk assessment, 

which is based on the consequence for the data subjects. 

COMPLEMENTARY CONTROLS WITH THE CONTROLLER  

It is requested that the data controllers, which COMAsystem ApS is data processor for, complies with the 

following: 

 To ensure own processes to protect the data subjects’ rights for the personal data entered in 

COMASYSTEM. 

 Ensure a sufficient evaluation of the given instruction in the data processing agreement. 

 Prepare own risk assessments for obtaining, applying and storing personal data. 

 Use the laid down functions in COMASYSTEM for deletion of personal data without purpose or 

missing legal authority. 

 Ensure user administration of own users in COMAsystem so resigned and dismissed employees no 

longer has access to the system. 

 Ensure in the user administration that the granting of rights in COMASYSTEM is cared for. 
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4. CONTROL OBJECTIVES, CONTROLS, TESTS AND RESULTS OF TESTS 

 

Purpose and scope 

BDO has performed their work in accordance with ISAE 3000 on other assurance engagements with cer-

tainty than audit or review of historical financial information. 

 

BDO has inspected procedures to obtain evidence of the information in COMAsystem ApS’s description of 

COMASYSTEM, the design and operating effectiveness of the relating technical and organisational 

measures and other controls. The procedures selected depend on BDO’s assessment, including the assess-

ment of the risks that the description is not fairly presented and that the controls are not appropriately 

designed or operating effectively.  

 

BDO’s test of the design and the operating effectiveness of the relating technical and organisational 

measures and other controls and their implementation has included the control objectives and related the 

control objectives and related control activities selected by COMAsystem ApS, and which are described in 

the check form below.  

 

In the test form, BDO has described the tests carried out which were assessed necessary to obtain reason-

able assurance that the stated control objectives were achieved, and that related controls were appropri-

ately designed and operated effectively for the period 1 October 2022 to 30 September 2023. 
 

Performed test procedures 

Test of the design of the relating technical and organisational measures and other controls and their im-

plementation was performed by inquiries, inspection, observation and re-performance. 
 

Type Description 

Inquiries Interviews of relevant personnel have been performed for all significant control activities. 

 

The purpose of the interviews was among other things to obtain knowledge and further infor-

mation about implemented policies and procedures, including how the control activities are 

performed, and to obtain confirmed evidence of policies, procedures, and controls. 

Inspection Documents and reports containing information about the performance of the control, have 

been read for the purpose of assessing the design and monitoring of the specific controls, and 

whether the controls are designed so that they can be expected to be effective, if imple-

mented, and whether the controls are sufficiently monitored and checked at suitable inter-

vals. 

 

Tests have been performed of significant system structures of technical platforms, databases, 

and network equipment to ensure that controls have been implemented, including assess-

ment of logging, back-up, patch management, authorisations and access controls, data trans-

mission and inspection of equipment and locations. 

Observation The use and existence of specific controls have been observed, including tests to ensure that 

the control is implemented.  

Re-performance Controls have been re-performed to obtain additional evidence that the controls operate as 

assumed. 

 

For the services provided by Global Connect A/S as subservice organisation within housing of IT equip-

ment, we have from independent auditor received an ISAE 3402 type 2 assurance report for the period 1 

January to 31 December 2022 on the description of controls, their design and functionality in relation to 

data centre solution.  

 

This subservice organisation’s relevant control objectives and related controls are not included in data 

processor's description of COMASYSTEM and the relating technical and organisational security measures 

and other controls. Thus, we have only assessed the report and tested the controls with the data proces-

sor, who monitors the functionality of the subservice organisation's controls. 
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For the services provided by FrontSafe A/S as subprocessor within IT operation, we have from independent 

auditor received an ISAE 3402 type 2 assurance report for the period 1 October 2021 to 30 November 2022 

on the cover of the technical and organisational security measures in relation to the operation of Cloud 

back-up services. 

 

For the services provided by VISMA Consulting A/S as subprocessor within digital signature, we have from 

independent auditor received an ISAE 3000 assurance report for the period 1 April 2021 to 31 March 2022 

on compliance with the Data Protection Regulation of data processor.  

 

Above-mentioned subprocessors’ relevant control objectives and related controls are not included in the 

data processor's description of COMASYSTEM and the relating technical and organisational security 

measures and other controls. Thus, we have solely assessed the report and tested the controls at the data 

processor, who ensures appropriate supervision of the subprocessors’ compliance with the data processing 

agreement made between the subprocessor and the data processor and compliance with the General Data 

Protection Regulation and the Danish Data Protection Act. 

  

Result of test 

The result of the tests of technical and organisational security measures and other controls shows whether 

the tests described has given rise to note exceptions. 

 

An exception exists when: 

 Technical or organisational security measures or other controls are to be designed and imple-

mented to fulfil a control objective. 

 Technical and organisational measures and other controls related to a control objective are not 

suitably designed and implemented or did not operate effectively throughout the period.  
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Risk assessment 

Control objectives 

 To ensure that the Data Processor carries out an annual risk assessment in relation to the consequences for the data subjects which forms basis for the technical and organisational measures.  

Control activity Test performed by BDO Result of test 

Control - Risk assessment 

 

 The data processor's information systems and assets 

are risk assessed in relation to confidentiality, integ-

rity, and availability for the data subject. 

 At least once a year or at material changes the risk 

assessment is reassessed. 

 The company's risk log for information assets is up-

dated in relation to the result of the risk analysis. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the data processor's system for risk manage-

ment and policies for risk management. We observed that the 

risk assessment has been prepared based on confidentiality, in-

tegrity, and availability for the data subject.  

 

We observed that the risk assessment is updated at least once a 

year. We observed that the most recent update of the risk as-

sessment was performed on 6 September 2023. 

 

We observed that identified risks are recorded and updated in 

the data processor's risk log. 

 

 

 

No exceptions noted. 
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A.5: Information Security Policy  

Control objectives 

 To provide guidelines for and supporting information security and data protection in accordance with business requirements and relevant laws and regulations. GDPR, article 28(1), article 

28(3)(c). 

Control activity Test performed by BDO Result of test 

Control - Information security policies 

 

 Policy for information security policies is established 

and documented.  

 Policies for information security will be revised inter-

nally at least once a year and at material changes 

with the data processor. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that the responsibility and validity area has been defined. We 

observed that policies include processing of personal data. 

 

We observed that the information security policy was updated 

and approved by Management on 17 September 2023. We also 

observed that policies and processes were examined together 

on 7 September 2023. 

 

 

 

No exceptions noted. 
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A.6: Organisation of Information Security 

Control objectives 

 To establish a management basis for initiating and managing the implementation and operation of information security and data protection in the organisation. GDPR, article 37(1). 

 To secure remote workplaces and the use of mobile equipment. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Policy for organisation of information security 

 

 Policy for organisation of information security is es-

tablished and documented.  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that organisation of information security and responsibility has 

been defined in the policy. 

 

 

 

No exceptions noted. 

Roles and responsibilities 

 

 All assets and information security processes have 

been identified, defined, and a responsible party with 

necessary competences has been appointed. 

 Responsibility, rights and frame for information secu-

rity roles have been defined and documented for each 

process or asset. 

 The data processor's management ensures that mis-

sion-critical duties have been sufficiently segregated. 

If this is not possible, compensating controls have 

been implemented. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that information assets are identified and a responsible party 

for information security assets has been appointed. 

 

We observed that responsibility, framework, and authority have 

been established and documented in the information security 

policy.  We also observed that implementation of development 

tasks must be authorised by the company's executive board or 

board of directors. 

 

We have inspected the organisation and roles for segregation of 

duties for mission-critical systems. 

 

 

 

No exceptions noted. 

Information security in project management 

 

 All projects are risk assessed in relation to infor-

mation security and personal data. 

 At material changes in projects, a renewed assess-

ment of the information security must be performed. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected policies and procedures. We observed that a 

procedure has been designed for risk assessment in projects. 

 

We have inspected documentation for risk assessment. We ob-

served that a risk assessment has been performed in connection 

with material changes. By inquiry, it was confirmed to us that 

 

 

No exceptions noted. 
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A.6: Organisation of Information Security 

Control objectives 

 To establish a management basis for initiating and managing the implementation and operation of information security and data protection in the organisation. GDPR, article 37(1). 

 To secure remote workplaces and the use of mobile equipment. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

there have not been material changes during the period, for 

which reason it has not been possible for us to test the control. 

 

Policy for mobile equipment 

 

 Employees may only install software on workstations 

after approval by the IT manager.  

 Workstations are updated automatically via a cen-

trally controlled client. 

 Workstations are encrypted. 

 Workstations are installed with active and updated 

anti-virus software. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the Policy for mobile equipment and ob-

served that it states that no software installation is allowed. By 

inquiry, it was confirmed to us that this can be done with the IT 

Manager's approval. 

 

We have inspected log-in on workstation. We observed that log-

in requires user ID and password.  

 

By random sampling, we observed that workstations are in-

stalled with a client to ensure that updates are installed, and 

that web shield and anti-virus software have been activated. 

We observed that the client is administered centrally.  

 

We have inspected the system for central management of work-

stations. We observed that all workstations are installed and 

updated. 

 

By random sampling, we have inspected system configuration of 

workstations. We observed that workstations are encrypted 

with BitLocker. 

 

We have inspected procedure for control of client. We observed 

that a procedure has been designed for examination of client. 

We observed that the control was last updated on 3 September 

2023. 

 

By random sampling, we have inspected update status for work-

station. We observed that the workstation is updated and in-

stalled with anti-virus software. 

 

 

No exceptions noted. 
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A.6: Organisation of Information Security 

Control objectives 

 To establish a management basis for initiating and managing the implementation and operation of information security and data protection in the organisation. GDPR, article 37(1). 

 To secure remote workplaces and the use of mobile equipment. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Remote work stations 

 

 When working from remote workstations, encrypted 

VPN is applied. 

 Documents and devices must be protected against 

theft, loss, and malicious damage. 

 Employees are informed about information security 

when working remotely. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected VPN system. We observed that encryption of 

VPN connection has been configured. We observed that the VPN 

client is authenticated by means of certificate as well as unique 

user ID and password.  

 

We have inspected information security policy. We observed 

that guidelines for storage and application of IT equipment 

have been designed. 

 

By inquiry, it was confirmed to us that employees are informed 

of information security when using a remote workstation. 

 

 

 

No exceptions noted. 
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A.7: Human Resource Security 

Control objectives 

 To ensure that employees and contracting parties understand their responsibilities and are suitable for the roles they are intended. GDPR, article 28(1), article 28(3), article 37(1). 

 To ensure that employees and contracting parties are aware of and meet their information security responsibilities. GDPR, article 28(1), article 28(3)(c). 

 To protect the organisation's interests as part of the change or termination of the employment relationship. GDPR, article 28(3)(b). 

Control activity Test performed by BDO Result of test 

Policy for human resource security 

 

 Policy for human resource security is established and 

documented.  

 Policy for human resource security is reviewed annu-

ally. 

 

 

We have inspected information security policy. We observed 

that policies for human resource security have been estab-

lished. 

 

We observed that policies are revised annually as a part of up-

dating the information security policy. We observed that poli-

cies were revised on 7 September 2023, and we also observed 

that policies and processes were examined together on 7 Sep-

tember 2023. 

 

 

 

No exceptions noted. 

Before employment 

 

 Prior to employment, all candidates are screened and 

assessed in relation to references, confirmation of ed-

ucation and professional qualifications, verification of 

identity and in special case, criminal offences. 

 All employees sign a non-disclosure agreement at em-

ployment, of which appear the employee's legal re-

sponsibility and sanctions if confidentiality is 

breached. 

 Employees are informed of information security and 

other matters, which are applicable for the position.  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected policies for employment. We observed that 

there are requirements for obtaining criminal records for all 

employees at employment. By inquiry, it was confirmed to us 

that criminal records are obtained for employees at employ-

ment.  

 

We observed that procedures have been designed for assess-

ment of issuing non-disclosure agreement. By random sampling, 

we observed that duty of confidentiality is imposed on employ-

ees in their employment contract. 

 

We observed that the policy includes sanctions at information 

security policy breaches or confidentiality breaches.  

 

We observed that information security has been informed about 

in connection with employment. We also observed that screen-

ing and assessment of candidate have been performed when 

employing a new employee. 

  

 

 

No exceptions noted. 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
0E

XP
-K

SD
2I

-P
Q

W
KZ

-K
14

0P
-K

W
7P

W
-1

1S
LN



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | KYSTVEJEN 29 | AARHUS C | CVR NO. 20 22 26 70 Page 22 of 54

 

ISAE 3000 ASSURANCE REPORT COMASYSTEM APS

A.7: Human Resource Security 

Control objectives 

 To ensure that employees and contracting parties understand their responsibilities and are suitable for the roles they are intended. GDPR, article 28(1), article 28(3), article 37(1). 

 To ensure that employees and contracting parties are aware of and meet their information security responsibilities. GDPR, article 28(1), article 28(3)(c). 

 To protect the organisation's interests as part of the change or termination of the employment relationship. GDPR, article 28(3)(b). 

Control activity Test performed by BDO Result of test 

During employment 

 

 The employee is trained in security measures in con-

nection with processing sensitive and confidential 

data. 

 Information security policy is available for all employ-

ees. 

 When needed, employees are informed about current 

threats and changes to information security policies. 

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, it was confirmed to us that information security is 

trained at employment or when entering cooperative agree-

ments. We have observed that awareness training has taken 

place e.g., by semi-annual question to the employees. 

 

We have inspected shared drive. We have observed that the in-

formation security policy is available for all employees. By in-

quiry, it was confirmed to us that that information security and 

current threats are informed about, when needed. 

 

 

 

No exceptions noted. 

Termination of or changes to employment 

 

 At employment, all employees are informed about re-

sponsibility, requirement and sanctions, which are ap-

plicable after termination of the employment. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for human resource security at resignation have 

been established.  

 

We observed that guidelines have been designed for return of 

information assets and removal of rights in system. 

 

By random sampling, we have inspected documentation for re-

turn of information assets, closing of accesses have been per-

formed for the relevant employee, and confidentiality agree-

ment is still applicable. 

 

 

 

No exceptions noted. 
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A.8: Asset Management 

Control objectives 

 To ensure adequate protection of information and personal data that is in relation to the importance of the information and personal data for the organisation. GDPR, article 30(3), article 

30(4). 

 To prevent unauthorised disclosure, modification, removal or destruction of information and personal data stored on media. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Record of assets 

 

 Management has prepared, approved, and communi-

cated policies for use and handling of devices and me-

dia. 

 The data processor prepares a written record of the 

categories of processing activities carried out on be-

half of data controllers. 

 The records are updated currently and controlled dur-

ing the annual examination of policies and proce-

dures, etc.  

 The record is stored in writing and electronically. 

 Upon request, the data processor makes available the 

record to the supervisory authority. 

 A system owner who is responsible for the day-to-day 

operation and maintenance is appointed for all sys-

tems. 

 Data in operation systems is classified and processed 

as confidential data. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for use and handling of devices and media have 

been prepared. 

 

We have inspected record of categories and processing activi-

ties. We observed that the content thereof complies with the 

requirements of article 30 (2) of the General Data Protection 

Regulation. We observed that the record is updated currently. 

We observed that the record was last updated on 7 September 

2023. 

 

We observed that record of processing activities is stored elec-

tronically. 

 

By inquiry, it was confirmed to us that record of categories of 

processing activities performed on behalf of data controllers is 

made available for the supervisory authority. 

 

We have inspected information security policy. We observed 

that the IT Manager has been appointed system owner of opera-

tion systems. We observed that data in operation systems is 

classified as sensitive personal data. 

 

 

 

No exceptions noted. 

Handling of devices and physical media 

 

 All devices and media are protected with encryption. 

 Devices, which are handed over to employees or third 

parties, are registered at handover and return.  

 At handover, it is ensured that there are no confiden-

tial or sensitive data on the devices. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for handling physical media and devices have been 

 

 

No exceptions noted. 
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A.8: Asset Management 

Control objectives 

 To ensure adequate protection of information and personal data that is in relation to the importance of the information and personal data for the organisation. GDPR, article 30(3), article 

30(4). 

 To prevent unauthorised disclosure, modification, removal or destruction of information and personal data stored on media. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

 Employees using devices or media outside the organi-

sation are responsible for protecting these against 

theft, loss or malicious damage. 

established. We also observed that guidelines have been estab-

lished for protection of mobile equipment and devices, which 

are used outside the organisation. 

 

By random sampling, we have inspected system configuration of 

a workstation. We observed that devices are encrypted. 

 

We have inspected policies for using devices outside the organi-

sation. By inquiries, the employees’ understanding of the con-

trol were confirmed to us. 

 

Disposal 

 

 Discs and media are destroyed, when taken out of op-

eration.  

 Discs and media are deleted and formatted before re-

use. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedures for disposal and deletion of 

discs. We assess that these have been appropriately designed. 

 

By inquiry, we have been informed that there have not been 

any incidents during the assurance period to use for the test of 

the effectiveness of the control, for which reason we are not 

able to comment on this. By inquiry, the employees’ under-

standing of the control were confirmed to us. 

 

 

 

No exceptions noted. 
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A.9: Access Control 

Control objectives 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Policy for access control 

 

 Policy for access control to systems and data is estab-

lished and documented.  

 Policy for access control is reviewed annually. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for access control have been established. 

 

We observed that policies are revised annually as a part of up-

dating the information security policy. We observed that the 

policies for access control were revised on 2 July 2023.  

 

 

 

No exceptions noted. 

Access to network and network services 

 

 Access to network and network services requires valid 

user ID.  

 When accessing the company network, it is required 

that VPN is created. 

 Access is granted to systems and data and is granted 

users with a work-related need. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that requirements have been formed for security at access to 

network and network services. 

 

We have inspected system documentation and system configu-

ration for firewall. We observed that access to network requires 

valid user ID and that access to network is limited. 

 

We observed that all connections to operation systems occur via 

VPN or HTTPS. We have inspected direct access to web services 

and observed that connection is rejected. 

 

We have inspected a list of users with access to VPN. We ob-

served that only employees with a work-related need are 

granted access. 

 

 

 

 

 

 

No exceptions noted. 
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A.9: Access Control 

Control objectives 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Creation, change and termination of users 

 

 A procedure has been designed for change and termi-

nation of cooperative relationships. 

 Creation of users and granting of rights are authorised 

by the immediate superior. 

 Allocation of user access is assessed individually and 

based on the user's functional area. 

 User is granted a temporary password at creation, 

which is to be changed at the first log on. 

 At termination of a cooperative relationship, the user 

is deactivated in all allocated systems so that access 

to the company's systems is prevented.  

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, it was confirmed to us that creation of users takes 

place when entering a contract with an employee.  

 

We have inspected procedure for examination of user rights. 

We observed that examination of rights for critical operation 

systems and access to personal data takes place. We observed 

that the control was completed on 2 July 2023. 

 

We have drawn a sample on a resigned employee and observed 

that she has had her accesses removed. 

 

 

 

No exceptions noted. 

 

Management of privileged access rights. 

 

 Granting of privileged access rights is based on a 

work-related need.  

 Privileged access rights are granted to a special user 

ID. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that procedures for administration of privileged accesses have 

been designed. 

 

We observed that examination of rights for critical operation 

systems and access to personal data has been performed. We 

observed that the control was completed on 2 July 2023, and 

we have inspected documentation of this. 

 

We have inspected documentation showing that privileged ac-

cess rights are accessed by using a unique user ID.  

 

 

 

 

 

 

No exceptions noted. 
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A.9: Access Control 

Control objectives 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Review of user access rights 

 

 Granted access is reviewed twice a year by the sys-

tem owner. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedure for examination of user rights. 

We observed that examination of rights for critical operation 

systems and access to personal data takes place twice a year. 

 

We have inspected system for recording of controls. We ob-

served that the revision of granted rights was completed on 2 

July 2023, and we have inspected documentation of this. 

 

 

 

No exceptions noted. 

Management of secret authentication information 

 

 Secret authentication information for system and ser-

vice users is stored with encryption and protected by 

password. 

 Only users with special work-related needs have ac-

cess to passwords. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for storage of secret authentication 

information.  

 

We observed that codes and log-in information are stored, en-

crypted and protected by password. By inquiry, it was con-

firmed to us that only employees with work-related needs have 

access to authentication information. 

 

 

 

No exceptions noted. 

Limited access to information 

 

 Access to system and file system is determined from a 

work-related need. Granting of access is authorised 

by the company's management and/or system owner 

and is examined once a year. 

 

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, it was confirmed to us that access to information as-

sets and data takes place according to management's order and 

that granting takes place after an assessment of the work-re-

lated need. We observed that only employees with a work-re-

lated need are granted access. 

 

 

 

No exceptions noted. 
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A.9: Access Control 

Control objectives 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

By random sampling, we have inspected accesses granted to 

systems and can confirm that all accesses have been approved. 

 

We have inspected procedure for examination of access rights. 

We observed that examination of rights for critical operation 

systems and access to personal data takes place. We observed 

that the control was completed on 2 July 2023, and we have in-

spected documentation of this. 

 

Procedures for secure log-on 

 

 In case of several failed log-on attempts, user ac-

counts are automatically locked. 

 When an account is locked and it is not ascribable to 

the user, this is recorded in an incident log. 

 Passwords are transmitted with encryption. 

 

 

 

We have made inquiries with relevant personnel. 

 

By random sampling, we have inspected the system configura-

tion of servers. We observed that there is automatic locking of 

user accounts at failed log-in attempts. 

 

By inquiry, it was confirmed to us that information security inci-

dents are recorded when user accounts are locked, but that 

there have been no incidents during the assurance period, for 

which reason we have not been able to test the efficiency of 

the controls. 

 

We observed that log in to system is via HTTPS VPN and that 

password is encrypted in transmission. 

 

 

 

No exceptions noted. 

System for administration of passwords 

  

 Users are granted a personal user ID. 

 Users may select and change their own passwords. 

 Policies and procedures have been designed for pass-

words to ensure that passwords fulfil the recommen-

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for a selected server. 

We observed that users are created with individual user IDs. 

 

 

 

No exceptions noted. 
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A.9: Access Control 

Control objectives 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

dations applicable at any time for protecting pass-

words with respect to length, complexity, and re-

placement. All employees have been instructed in se-

lecting and changing passwords. 

 Passwords are transmitted between client and server 

with encryption. 

 Users must change their password at first log-on. 

We have inspected user administration system. We observed 

that users have access to change password. We also observed 

that it is possible to force users to change password at the next 

log-in. 

 

We have inspected policies and procedures for passwords. We 

observed that instruction of changing password has been sent to 

all users. We observed that the instruction includes require-

ment for selection and change of password. We have inspected 

documentation for performed control and observed that the 

last e-mail regarding change of password was sent on 3 Septem-

ber 2023. 

 

We have inspected system for authentication. We observed that 

passwords are transmitted with encryption. 

 

By inquiry, it was confirmed to us that users are notified in 

writing, when starting, that the password must be changed at 

the first log in. 

  

Use of privileged system programmes 

 

 Use of privileged system programmes on servers re-

quires administrative rights. 

 Only employees with a work-related need have access 

to use privileged system programmes. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for a selected server. 

We observed that use of administrative applications requires 

membership of privileged group on servers. 

 

We have inspected extract of group of rights for a selected 

server. We observed that access to privileged group is granted 

to employees with work-related needs. 

 

 

 

 

 

No exceptions noted. 
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A.9: Access Control 

Control objectives 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Management of access to source codes for programmes 

 

 Access to source code is granted according to work-

related needs. 

 Source code is managed by version in the central stor-

age system. 

 Access to source code is granted by the IT manage-

ment. 

 Access to the storage system is reviewed at least once 

a year or by creation/closing of projects. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for storage and versioning of source 

code. We observed that only employees with a work-related 

need are granted access to the source code and the develop-

ment system. 

 

We observed that source code is version-controlled in central 

system. 

 

We observed that examination of users was performed on 2 July 

2023, and we have inspected documentation of this. 

 

 

 

No exceptions noted. 
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A.10: Cryptography 

Control objectives 

 To ensure the correct and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information and personal data. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Policy for use of cryptography 

 

 Policy for use of cryptography is established and doc-

umented.  

 Policy for use of cryptography is reviewed at least 

once a year. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for application of encryption have been estab-

lished. 

 

We observed that policies are revised annually as a part of up-

dating the information security policy. We observed that poli-

cies and processes were examined and assessed together on 7 

September 2023. 

 

 

 

No exceptions noted. 

Protection and encryption of information 

 

 Sensitive personal data are protected with encryp-

tion, when archived. 

 All workstations and devices provided are encrypted. 

 The company's communication connections between 

the company, customers and cooperative partners are 

secured with encryption. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that guidelines have been designed for encryption of data based 

on requirements for confidentiality and integrity. 

 

We observed that policies are revised annually as a part of up-

dating the information security policy. 

 

We have inspected file system and back-up system. We ob-

served that data is encrypted during storage.  

 

By random sampling, we have inspected a workstation. We ob-

served that it is encrypted. 

 

We have inspected test of TLS encryption of data connections 

to operation systems. We observed that encryption TLS 1.2 and 

TLS 1.3 for creation of connection has been configured. 

 

We have inspected system configuration and that sensitive data 

are protected with encryption, when archived.  We observed 

 

 

No exceptions noted 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
0E

XP
-K

SD
2I

-P
Q

W
KZ

-K
14

0P
-K

W
7P

W
-1

1S
LN



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | KYSTVEJEN 29 | AARHUS C | CVR NO. 20 22 26 70 Page 32 of 54

 

ISAE 3000 ASSURANCE REPORT COMASYSTEM APS

A.10: Cryptography 

Control objectives 

 To ensure the correct and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information and personal data. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

that encryption is forced when storing passwords. We have in-

spected logging for applied encryption. We observed that all 

passwords are encrypted, when archived. 
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A.11: Physical and Environmental Security 

Control objectives 

 To prevent unauthorised physical access to and damage to and interference with the organization's information and personal data, including information and data processing facilities. GDPR, 

article 28(3)(c). 

 To avoid loss, damage, theft or compromise of assets and business interruption in the organisation. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Policy for physical and environmental security 

 

 Policy for physical and environmental security is es-

tablished and documented.  

 Policy for physical and environmental security is re-

viewed at least once a year. 

 

 

We have made inquiries with relevant personnel.  

 

We have inspected information security policy. We observed 

that policies for physical security have been established. 

 

We observed that policies are revised annually as a part of up-

dating the information security policy. We observed that the 

policies were revised on 7. September 2023. We observed that 

policies and processes were examined and assessed together on 

7 September 2023. 

 

 

 

No exceptions noted. 

Physical access control - data centre 

 

 Access to secured locations is solely granted to em-

ployees with work delated needs. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected access list for persons with access to the 

data processor's equipment in data centre. Only the CEO and 

senior developer have been granted access. We observed that 

the management has revised the granted accesses on 7 Septem-

ber 2023. 

 

 

 

No exceptions noted. 

Secure disposal, maintenance or reuse of equipment 

 

 At disposal, reuse or repair, it is ensured that data is 

deleted, and that restoration is not possible. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected controls for disposal and deletion of discs.  

 

We have been informed, that there has not been any disposal, 

reuse of equipment or reparation of equipment. We have there-

fore not been able to rest the control. 

 

 

 

 

No exceptions noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
0E

XP
-K

SD
2I

-P
Q

W
KZ

-K
14

0P
-K

W
7P

W
-1

1S
LN



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | KYSTVEJEN 29 | AARHUS C | CVR NO. 20 22 26 70 Page 34 of 54

 

ISAE 3000 ASSURANCE REPORT COMASYSTEM APS

A.11: Physical and Environmental Security 

Control objectives 

 To prevent unauthorised physical access to and damage to and interference with the organization's information and personal data, including information and data processing facilities. GDPR, 

article 28(3)(c). 

 To avoid loss, damage, theft or compromise of assets and business interruption in the organisation. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Policy for clean desk and clear screen 

 

 PCs must be locked with screen lock when leaving the 

workplace.  

 

 

We have made inquiries with relevant personnel. 

 

By inquiry of relevant of employees, it was confirmed to us that 

personal data is not stored in physical form. 

 

We observed that automatic screen lock has been implemented 

when the workstation is left. 

 

 

 

No exceptions noted 
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A.12: Operations Security 

Control objectives 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimise the impact of audit activities on operating systems. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

Policy for operations security 

 

 Policy for operations security is established and docu-

mented.  

 Policy for operations security is reviewed annually. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies and guidelines for operations security have been 

established. 

 

We observed that policies for operations security are reviewed 

annually in connection with revision of the information security 

policy. We observed that policies and processes were examined 

and assessed together on 7 September 2023. 

 

 

 

No exceptions noted. 

Documented operating procedures 

 

 Descriptions of procedure or work instructions have 

been prepared for routine tasks. 

 Material operational disturbances and irregularities, 

which impact mission-critical applications, are rec-

orded in an incident log. 

 Instructions have been prepared for the recovery of 

mission-critical systems. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for recording of controls. We ob-

served that procedures for returning operational tasks have 

been designed.  

 

We have inspected procedure for significant operational disrup-

tions and irregularities. 

 

We have inspected procedure for recording of material opera-

tional disturbances and irregularities.  

 

We have inspected the incident log. We observed that material 

operational disturbances are recorded in the incident log. 

 

 

 

No exceptions noted 
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A.12: Operations Security 

Control objectives 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimise the impact of audit activities on operating systems. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

We have inspected procedure for restoration of operation/con-

tingency plan. We observed that a general plan has been estab-

lished for restoration of operation after critical failures. We ob-

served that the contingency plan was updated in June 2023. 

 

Patch management – system software 

 

 All material changes are identified, managed, and 

documented in the Patch Management System. 

 Testing and deployment are planned as part of the 

patch management procedure. 

 All material changes are approved before implemen-

tation. 

 Information security is ensured as part of patch man-

agement. 

 All significant changes undergo risk assessment before 

implementation. 

 Emergency procedures and fall-back are planned as 

part of patch management. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for control documentation. We ob-

served that a procedure has been designed for updating opera-

tional systems and databases. We observed that updates are in-

stalled and tested in Staging environment before they are in-

stalled in operation environment. 

 

By random sampling, we have inspected documentation for up-

date. We observed that update of operation systems was com-

pleted on 3 September 2023. 

 

We observed that a procedure has been designed for updating, 

including risk assessment and fall-back planning. 

 

 

 

No exceptions noted. 

Capacity management 

 

 Mission-critical systems are monitored in real time for 

capacity utilisation and lack of resources. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for monitoring of capacity. By ran-

dom sampling, we observed that monitoring is performed of 

servers and systems for monitoring of capacity.  

 

 

 

No exceptions noted. 
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A.12: Operations Security 

Control objectives 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimise the impact of audit activities on operating systems. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

We have inspected documentation for receipt of e-mails with 

alarms and that they are followed up on. 

 

Controls against malware 

 

 Servers and workstations are protected with anti-vi-

rus. 

 Anti-virus software is updated regularly. 

 Procedure for handling a malware attack is described 

and implemented. 

 

 

We have made inquiries with relevant personnel. 

 

By random sampling, we have inspected workstations. We ob-

served that anti-virus software is installed. We also observed 

that software is updated. 

 

By random sampling, we have inspected system configuration 

for servers. We observed that anti-virus software is installed.  

 

We observed that procedure for the users’ handling of malware 

attacks. 

 

 

 

No exceptions noted 

Information backup 

 

 A backup is made of all critical servers and data 

drives. 

 Back-up is performed hourly. 

 Backup is controlled weekly. 

 Status notification is received when back-up fails. 

 Once a year, restore test of mission-critical systems is 

performed. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for back-up. We ob-

served that back-up is performed of mission-critical systems 

and servers. We observed that back-up is performed every hour. 

 

We have inspected system for documentation of controls. We 

observed that weekly control of correct back-up is performed. 

We observed that a notification is sent to the operations man-

ager when there are deviations in the back-up. 

 

 

 

No exceptions noted.  
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A.12: Operations Security 

Control objectives 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimise the impact of audit activities on operating systems. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

We observed that system restoration of server was performed 

on 3 September 2023. 

 

Incident logs, protection of log information, administrator 

and operator log 

 

 Mission-critical networks and servers are logged on to, 

logging is collected and analysed.  

 Logs are collected and secured in a central database. 

 Alarms are monitored and handled by head of IT. 

 Only employees with a work-related need have access 

to logs. 

 Systems are time synchronised. 

 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for logging. We observed that logging 

is performed on critical servers. We observed that logging is 

consolidated and analysed in a central log system. 

 

We have inspected that alarms are monitored and handled by 

the CEO. 

 

We have inspected system for logging. We observed that only 

employees with a work-related need have access to log system. 

 

We have inspected system for logging. We observed that 

changes in critical system files are logged. We observed that 

notifications are released when there are changes in system or 

at creation of users. 

 

We have inspected system configuration for SQL server and NTP 

server. We observed that time synchronisation has been config-

ured for these. 

 

 

 

 

 

 

 

 

No exceptions noted. 
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A.12: Operations Security 

Control objectives 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimise the impact of audit activities on operating systems. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

Software installation on operating systems 

 

 Software installation on operating systems is subject 

to change management.  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for change management. We ob-

served that procedure has been designed for risk assessment 

and restoration plan at implementation of changes in operation 

environment.  

 

We have for a sample inspected that risk assessment of change 

was performed before installation of software. 

 

 

 

No exceptions noted. 

Technical vulnerability management 

 

 Information is currently obtained about vulnerabilities 

in the applied systems. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected documentation for collection of information 

about vulnerabilities and for participating in activities regarding 

threats and vulnerabilities.  

 

 

 

No exceptions noted. 

Restrictions applicable to software installation 

 

 The IT policy establishes the framework for the use 

and installation of software. 

 Installation of software requires prior approval from 

the company's management. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that guidelines for application and installation software. 

 

By random sampling, we have inspected a workstation to test if 

installation of software was possible without the management’s 

approval. 

 

 

 

We have for one sample noted that that the employee had the 

possibility to install software without the approval of the man-

agement. 

 

No further exceptions noted. 
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A.13: Communications Security 

Control objectives 

 To ensure protection of information and personal data in networks and supportive information processing facilities. GDPR, article 28(3)(c). 

 To maintain information security and data protection when transferring internally in an organisation and to an external entity. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Policy for communications security 

 

 Policy for communications security is established and 

documented. 

 Policy for communications security is reviewed annu-

ally. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for communications security have been estab-

lished.  

 

We observed that policies for communications security are re-

viewed annually in connection with revision of the information 

security policy.  

 

We observed that policy for communications security was last 

revised and approved by management on 7 September 2023. We 

observed that policies and processes were examined and as-

sessed together on 7 September 2023. 

 

 

 

No exceptions noted. 

Network security management 

 

 Access to the configuration of network devices is only 

granted to employees with a work-related need. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for firewall. We ob-

served that access to configuration is granted to employees 

with on a work-related need. 

 

 

 

No exceptions noted. 

Security of network services 

 

 Access to the company’s operation network is pro-

tected with encryption. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for firewall. We ob-

served that communication to operation systems is protected 

with VPN. We observed that the connection is encrypted.  

 

 

 

 

 

No exceptions noted. 
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A.13: Communications Security 

Control objectives 

 To ensure protection of information and personal data in networks and supportive information processing facilities. GDPR, article 28(3)(c). 

 To maintain information security and data protection when transferring internally in an organisation and to an external entity. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Segregation of networks 

 

 Services exposed to the internet are protected by 

firewall. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for firewall. We ob-

served that traffic filtering for access to servers are imple-

mented. 

 

 

 

No exceptions noted. 

Electronic messaging 

 

 The data processor uses e-mail for communication 

with external parties. The e-mail communication is 

encrypted during the transmission. 

 Outbound e-mail communication is scanned when 

sending sensitive personal data. 

 

 

 

We have made inquiries with relevant personnel. 

 

We observed that the data processor applies Microsoft Office 

365 for e-mail communication.  

 

We have inspected system for e-mail. We observed that TLS en-

cryption is forced on all outbound e-mails. 

 

We have been informed, that outgoing e-mail communications 

are not being content scanned when sending sensitive personal 

data. 

 

 

 

We note that outgoing e-mail communications are not being 

content scanned when sending sensitive personal data. 

 

No further exceptions noted. 

Confidentiality and secrecy agreements 

 

 Written supplier agreements and data processing 

agreements have been entered or a NDA has been 

signed, if a supplier has access to or processes per-

sonal data, confidential information or sensitive per-

sonal data. 

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, we have been informed that no new supplier agree-

ments have been entered during the period, for which reason it 

has not been possible for us to test the control. 

 

We have inspected data processing agreements. We observed 

that written agreements and data processing agreements have 

been entered with subprocessor and subservice organisation. 

 

 

 

No exceptions noted. 
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A.14: Acquisition, development, and maintenance 

Control objectives 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems that 

provide public network services. GDPR, article 25. 

 To ensure that information security and data protection are organised and implemented within the information systems development life cycle. GDPR, article 25.  

 To ensure the protection of data used for testing. GDPR, article 25. 

Control activity Test performed by BDO Result of test 

Policy for acquisition, development, and maintenance of sys-

tems 

 

 Policy for acquisition, development and maintenance 

of systems has been established and documented. 

 Policy for acquisition, development and maintenance 

of systems is revised annually. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that guidelines have been established for security requirements 

for acquisition, development, and maintenance. 

 

We observed that policies for security requirements for acquisi-

tion, development, and maintenance are reviewed annually in 

connection with revision of the information security policy. 

  

We observed that policies and processes were examined and as-

sessed together on 7 September 2023. 

 

 

 

 

No exceptions noted. 

Analyse and specification of information security require-

ments. 

 

 All projects comprising development or changes of in-

formation systems fall within the data processor's pro-

cedure for development where information security 

requirements are mandatory. 

 Information security requirements are documented in 

the project documentation. 

 At new acquisitions, change of outsourcing partner, 

formation of agreement with new outsourcing partner 

or the like, a risk assessment is performed. 

 Systems are designed and implemented so they en-

sure personal data protection by means of standard 

settings and through design of processes and function-

ality. 

 

 

 

We have made inquiries with relevant personnel. 

 

By random sampling, we have inspected documentation for per-

formed development tasks. We observed that risk assessment of 

the development task is performed in relation to information 

security and impact for the data subject. 

 

We have observed that requirements for and the result of the 

risk assessment are documented in the project documentation. 

 

We have inspected procedure for development and launch. We 

observed that risk assessment is updated at material changes in 

the organisation and IT systems. We observed that changes in 

subservice organisations and subprocessors imply renewed risk 

 

 

 

No exceptions noted. 
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A.14: Acquisition, development, and maintenance 

Control objectives 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems that 

provide public network services. GDPR, article 25. 

 To ensure that information security and data protection are organised and implemented within the information systems development life cycle. GDPR, article 25.  

 To ensure the protection of data used for testing. GDPR, article 25. 

Control activity Test performed by BDO Result of test 

assessments of threats, which are identified in the threat cata-

logue and affiliated with subservice organisations and subpro-

cessors. 

 

By random sampling, we have inspected risk assessment of 

changes. We observed that an assessment has been made in re-

lation to whether to carry out a risk assessment.  

 

We have inspected procedure for project documentation. We 

have observed that requirements have been set up for risk as-

sessment and information security requirements, including Pri-

vacy by default and Privacy by design.  

 

Secure development policy 

 

 All projects are documented. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for documentation of projects. We 

observed that there is a procedure for documentation of pro-

jects.  

  

We have inspected system for Pipeline management. We ob-

served that projects, which are registered in development, are 

documented. 

 

 

 

No exceptions noted. 

Principles for development of secure systems 

 

 All tasks or changes in systems are assessed for im-

pact on processing of personal data. 

 Privacy by design and Privacy by default are secured 

at changes which impact personal data. 

 The company performs system approval test on com-

ponents and integrated systems before launch. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected policies and descriptions of procedures. We 

observed that at launch of projects, an assessment of the im-

pact of the project in relation to personal data is made.  

 

 

 

No exceptions noted. 
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A.14: Acquisition, development, and maintenance 

Control objectives 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems that 

provide public network services. GDPR, article 25. 

 To ensure that information security and data protection are organised and implemented within the information systems development life cycle. GDPR, article 25.  

 To ensure the protection of data used for testing. GDPR, article 25. 

Control activity Test performed by BDO Result of test 

We observed that design and standard settings are mandatory 

for assessment at launch of projects. 

 

We observed that automated test is performed of source code 

before installation in operation environment. 

 

Separation of development, test and operating environments 

 

 Rules for transfer of software from development to 

operation are described in the change management 

procedure. 

 Development tests and operating environments for 

mission-critical systems are separated. 

 Changes are tested in a separate environment before 

commissioning. 

 Data is not stored in development and test environ-

ments. 

 Only the IT Manager has authorisation to installation 

and/or changes of software. 

 At deployment of software, notification is sent to 

CTO. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected transfer of software from development to 

operation. We observed that procedure for deployment, test of 

development projects, bug fixes and transfer of software from 

development to operation. 

 

We have inspected production and test environments. We ob-

served that test and production environments are separated. 

We observed that test and development are on separate serv-

ers. 

 

By random sampling, we have inspected system for test of 

source code. We observed that automated integration test in 

staging environment has been completed before transfer of 

software from development to operation. 

 

We have inspected documentation for notification at deploy-

ment in operation environment. We observed that the IT Man-

ager is notified when new source code for operation environ-

ment is sent, before it becomes deployment. 

 

We have inspected databases in development and test environ-

ments. We observed that data in tables is anonymity.  

 

 

 

We noted that segregation of duties related to change and 

transfer of software from development to operation has not 

been implemented. This is because developers are granted priv-

ileged access to production servers. 

 

No further exceptions noted. 
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A.14: Acquisition, development, and maintenance 

Control objectives 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems that 

provide public network services. GDPR, article 25. 

 To ensure that information security and data protection are organised and implemented within the information systems development life cycle. GDPR, article 25.  

 To ensure the protection of data used for testing. GDPR, article 25. 

Control activity Test performed by BDO Result of test 

We have inspected access systems for access to source code and 

development tools as well as access to servers. 
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A.15: Supplier Relationships 

Control objectives 

 To ensure protection of the organisation's assets and personal data that suppliers have access to. GDPR, article 28(2), article 28(3)(d), article 28(4). 

 To maintain an agreed level of information security, data protection and delivery of services under the supplier agreements. GDPR, article 28(2), article 28(3)(d), article 28(4). 

Control activity Test performed by BDO Result of test 

Compliance with agreements/handling of security in supplier 

agreements 

 

 It is required that the suppliers’ information security 

level complies with the requirements of the data pro-

cessor's information security policy. This is secured 

through contracts, NDA or data processing agreement. 

 Subprocessor must commit to documenting their com-

pliance with the data processor's information security 

policy. 

 Subprocessor must commit to inform the data proces-

sor of information security incidents. 

 The data processor obtains and examines annually 

ISAE 3000, ISAE 3402 or SOC-2 audit opinion form sup-

pliers of mission-critical services. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected cooperation agreement with the subservice 

organisation GlobalConnect A/S. 

 

We have inspected data processing agreements and cooperation 

agreements with GlobalConnect A/S, Nordicode ApS, Visma 

Consulting A/S and FrontSafe A/S. 

 

We observed that the data processor has access to performing 

audit of processes and controls related to each agreement. We 

also observed that subprocessors are obligated to inform the 

data processor about information security incidents. We also 

observed that subprocessors are obligated to let the data pro-

cessor perform audit of the subprocessor's processes and con-

trols.  

 

We have inspected documentation for supervision of subproces-

sors. We observed that supervision of subprocessors has been 

conducted, and that it has been by physical inspection of of-

fices. We have inspected a documentation of this. 

 

We have inspected documentation for obtaining and assessing 

external audit opinions for subprocessors and subservice organi-

sation.  

 

We have inspected cooperation agreement with the subservice 

organisation GlobalConnect as subservice organisation. We ob-

served that an agreement on co-location has been entered. 

 

We observed that ISAE 3402 assurance report has been obtained 

from GlobalConnect A/S as part of the monitoring of the func-

tionality of their controls.  

 

 

 

 

No exceptions noted. 
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A.15: Supplier Relationships 

Control objectives 

 To ensure protection of the organisation's assets and personal data that suppliers have access to. GDPR, article 28(2), article 28(3)(d), article 28(4). 

 To maintain an agreed level of information security, data protection and delivery of services under the supplier agreements. GDPR, article 28(2), article 28(3)(d), article 28(4). 

Control activity Test performed by BDO Result of test 

We have inspected ISAE 3402 assurance report from Global Con-

nect A/S for the period 1 January to 31 December 2022. We ob-

served that it is without any material comments or reservations 

from the auditor issuing the opinion. 

 

We have inspected ISAE 3402 assurance report from FrontSafe 

A/S for the period 1 October 2021 to 30 November 2022. We ob-

served that it is without any material comments or reservations 

from the auditor issuing the opinion. 

 

We observed that ISAE 3000 assurance report has been obtained 

from Visma Consulting ApS for the period 1 April 2021 to 31 

March 2022. We observed that it is without any material com-

ments or reservations from the auditor issuing the opinion. 

  

Management of changes in supplier services 

 

 At material change of delivery, ownership as well as 

financial, organisational and other security conditions 

at the supplier, the service must be reassessed by the 

data processor. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that policies for supplier management have been established.  

 

We have inspected documentation for performed risk assess-

ments of FrontSafe and VISMA. 

 

 

 

No exceptions noted. 
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A.16: Information Security Incident Management 

Control objectives 

 To ensure a uniform and effective method of managing information security breaches and personal data breaches, including communication on security incidents and weaknesses. GDPR, article 

33(2). 

Control activity Test performed by BDO Result of test 

Reporting of information security incidents 

 

 All information security incidents, weaknesses and 

breaches are reported to management. 

 All information security incidents, weaknesses and 

breaches are recorded by management in an incident 

log. 

 All information security incidents are assessed in rela-

tion to confidentiality, integrity, and accessibility. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedure for reporting of information secu-

rity incidents. We observed that a procedure has been designed 

for reporting of information security incidents.  

 

We have inspected documentation for incidents. We observed 

that during the period two information security incidents have 

been reported but are not a breach of the information security. 

We also observed that the incidents have been mitigated.  

 

We observed that an assessment has been made of the reported 

incidents in relation to whether there has been a personal data 

breach. 

 

 

 

No exceptions noted. 

Handling information security incidents 

 

 Information security incidents are handled according 

to an established procedure. 

 Logging and other evidence are secured in connection 

with recording of information security incidents. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We observed 

that a procedure has been designed for handling information se-

curity incidents and breaches, which prescribes that personal 

data breaches must be reported without undue delay to the 

data controller. 

 

We have inspected an overview of information security inci-

dents. By random sampling, we have inspected documentation 

for information security incidents. We observed that infor-

mation security incidents are handled according to procedure. 

  

 

 

 

 

 

 

No exceptions noted. 
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A.16: Information Security Incident Management 

Control objectives 

 To ensure a uniform and effective method of managing information security breaches and personal data breaches, including communication on security incidents and weaknesses. GDPR, article 

33(2). 

Control activity Test performed by BDO Result of test 

Experiences from information security incidents 

 

 The company's management examines annually the in-

cident log and initiates improvements of the infor-

mation security. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for documentation of controls. We 

observed that a procedure has been designed for examination 

of all information security incidents and evaluation of these. 

 

We have inspected system for documentation of the data pro-

cessor's controls.  

 

We have inspected system for documentation of the company's 

controls. We observed that examination of the company's inci-

dent log has been performed. We observed that the control was 

performed on 30 July 2023. 

 

 

 

No exceptions noted. 
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A.17: Information Security Aspects of Business Continuity Management 

Control objectives 

 To ensure that information security and data protection continuity are rooted in the organisation's management systems for emergency and re-establishment. GDPR, article 28(3)(c). 

 To ensure accessibility of information- and personal data processing facilities. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

Planning of information security continuity 

 

 Based on risk assessment, a plan is established for in-

formation security continuity. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the contingency plan. We observed that a 

contingency plan has been design and implemented based on a 

risk assessment for operation of information assets. We ob-

served that the contingency plan was revised in June 2023. 

 

 

 

No exceptions noted. 

Implementation of information security continuity 

 

 Organisation and management structure during emer-

gency preparedness is specified in procedures for con-

tingency, emergency, and business continuity man-

agement. 

 A general contingency plan has been prepared which 

describes the overall procedure for initiation of pre-

paredness and organisation of preparedness. 

 Roles and responsibility in connection with activation 

of preparedness have been communicated to relevant 

persons, including information on placement of neces-

sary descriptions and information. 

 Procedures and work descriptions have been prepared 

for re-establishment of mission-critical systems. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected contingency plans. We observed that man-

agement structure is specified in the contingency plan. We ob-

served that a general contingency plan has been prepared with 

procedure for initiation and organisation of preparedness. 

 

We also observed that roles and responsibility in connection 

with preparedness have been established and communicated to 

relevant employees. 

 

We observed that a work description has been prepared for 

step-by-step re-establishment of operation systems. 

 

 

 

No exceptions noted. 

Verification, review, and assessment of information security 

continuity 

 

 Contingency plans are audited annually at implemen-

tation of new systems or changes in the risk assess-

ment. 

 Contingency plans are tested according to an estab-

lished rotation plan. Testing of contingency plans is 

planned in the annual cycle. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the data processor's annual cycle for con-

trols. We observed that procedures have been designed for an-

nual revision of contingency plans. We observed that the con-

tingency plan was revised in June 2023. 

 

 

 

 

No exceptions noted. 
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A.17: Information Security Aspects of Business Continuity Management 

Control objectives 

 To ensure that information security and data protection continuity are rooted in the organisation's management systems for emergency and re-establishment. GDPR, article 28(3)(c). 

 To ensure accessibility of information- and personal data processing facilities. GDPR, article 28(3)(c). 

Control activity Test performed by BDO Result of test 

We have inspected documentation for test of contingency plan 

and observed that this was performed on 4 and 5 September 

2023. 

 

Availability of information processing facilities 

 

 Mission-critical systems are virtualised.  

 Contingency plans are stored on several physical loca-

tions. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for a XEN server. We 

observed that the data processor's system is virtualised. 

 

We have inspected system for storage of documentation. We 

observed that contingency plans are stored in file system. 

We also observed that the contingency plan is stored as a physi-

cal printout at the office. 

 

 

 

No exceptions noted. 
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A.18: Compliance 

Control objectives 

 To prevent violations of statutory, regulatory, or contractual requirements in relation to information security and other security requirements. GDPR, article 25, article 28(2), article 28(3)(a), 

article 28(3)(e), article 28(3)(g), article 28(3)(h), article 28(3)(f), article 28(10), article 29, article 32(4), article 33(2). 

 To ensure that information security and data protection is implemented and run in accordance with the organisation’s policies and procedures. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

Control - Assistance to the data controller 

 

 The data processor has designed and implemented 

procedures for assistance to the data controller with 

fulfilling the data subjects’ rights. 

 The data processor has designed and implemented 

procedures for assistance to the data controller in re-

lation to audit and inspection. 

 The data controller has designed and implemented 

procedures for assistance to the data controller in re-

lation to compliance with special requirements of the 

regulation, including assistance in relation to articles 

32-36. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected data processing agreements and policies. We 

observed that procedures have been designed for assistance to 

the data controller in relation to the data subject's rights. We 

also observed that a standard procedure has been designed for 

recording of requests from data controllers. By inquiry, we have 

been informed that the data processor has not received a re-

quest from a data controller regarding data subjects’ rights dur-

ing the assurance period, for which reason we were not able to 

test the efficiency of the controls. 

 

We observed that policies and procedures have been designed 

for the data controller's access to completion of audit and in-

spection. 

 

We have inspected data processing agreements and procedures 

for assistance to the data controller, in accordance with arti-

cles 32-36 of the General Data Protection Regulation, including 

security of processing, notification and communication at per-

sonal data breaches as well as impact assessment. By inquiry, 

we have been informed that the data processor has not been 

requested to assist with the stated commitments during the as-

surance period, for which reason we were not able to test the 

efficiency of the controls. 

 

 

 

 

 

 

 

 

 

 

No exceptions noted. 
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A.18: Compliance 

Control objectives 

 To prevent violations of statutory, regulatory, or contractual requirements in relation to information security and other security requirements. GDPR, article 25, article 28(2), article 28(3)(a), 

article 28(3)(e), article 28(3)(g), article 28(3)(h), article 28(3)(f), article 28(10), article 29, article 32(4), article 33(2). 

 To ensure that information security and data protection is implemented and run in accordance with the organisation’s policies and procedures. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

Control - Deletion and return of personal data 

 

 There are written procedures containing requirements 

on storing and deleting personal data in accordance 

with the agreement with the data controller. 

 Assessment of whether the procedures are to be up-

dated is made currently and at least once a year. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedure and policies for deletion and re-

turn of data to the data controller. We observed that a proce-

dure has been prepared for deletion of data at termination of 

client relationship. 

 

We have inspected log for deletion and performed inspection of 

databases for recording of personal data. We observed that per-

sonal data is deleted according to procedure. 

 

We observed that examination of procedures for deletion is 

planned at least once a year. 

 

 

 

No exceptions noted. 

Control - Data processing agreements 

 

 A procedure has been designed and implemented for 

obtaining and assessing data processing agreements. 

 Subprocessors are stated in the data processing agree-

ment with the data controller. 

 Data processing agreements are signed by data con-

trollers and data processor, and they are archived 

electronically. 

 

 

 

We have made inquiries with relevant personnel. 

 

We observed that a standard data processing agreement is used 

when entering data processing agreements with data controllers 

and subprocessors. We observed that subprocessors are stated 

in data processing agreement template with the data control-

ler. 

 

By random sampling, we have inspected data processing agree-

ments. We observed that data processing agreements are de-

signed in accordance with article 28 (2) of the General Data 

Protection Regulation. 

 

We observed that the data processing agreements are signed by 

both data controller and the data processor's management. 

 

 

 

We have noted that a former subprocessor still appears for 3 of 

6 processing agreements. 

 

No further exceptions noted. 
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A.18: Compliance 

Control objectives 

 To prevent violations of statutory, regulatory, or contractual requirements in relation to information security and other security requirements. GDPR, article 25, article 28(2), article 28(3)(a), 

article 28(3)(e), article 28(3)(g), article 28(3)(h), article 28(3)(f), article 28(10), article 29, article 32(4), article 33(2). 

 To ensure that information security and data protection is implemented and run in accordance with the organisation’s policies and procedures. GDPR, article 28(1). 

Control activity Test performed by BDO Result of test 

We also observed that the data processing agreements are 

stored electronically. 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
0E

XP
-K

SD
2I

-P
Q

W
KZ

-K
14

0P
-K

W
7P

W
-1

1S
LN



 

  

  

  

 

 

 

 

 

 

 

  

BDO STATSAUTORISERET 
REVISIONSAKTIESELSKAB 

KYSTVEJEN 29 

DK-8000 AARHUS C 

 
CVR NO. 20 22 26 80 

 

BDO Statsautoriseret Revisionsaktieselskab, a Danish-owned Audit and Advisory Firm, is 

member of BDO International Limited - a UK-based company limited by guarantee - and 

form part of the international BDO network of independent member firms. BDO is the 

brand name for the BDO network and for each of the BDO Member Firms. BDO in Denmark 

employs more than 1,400 people and the worldwide BDO network has approx. 111,000 em-

ployees in more than 164 countries. 

 
Copyright - BDO Statsautoriseret revisionsaktieselskab, cvr.no. 20 22 26 70. 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
0E

XP
-K

SD
2I

-P
Q

W
KZ

-K
14

0P
-K

W
7P

W
-1

1S
LN



Dette dokument er underskrevet digitalt via Penneo.com. Signeringsbeviserne i 
dokumentet er sikret og valideret ved anvendelse af den matematiske hashværdi af 
det originale dokument.  Dokumentet er låst for ændringer og tidsstemplet med et 
certifikat fra en betroet tredjepart. Alle kryptografiske signeringsbeviser er indlejret i 
denne PDF, i tilfælde af de skal anvendes til validering i fremtiden.

Sådan kan du sikre, at dokumentet er originalt
Dette dokument er beskyttet med et Adobe CDS certifikat. Når du åbner dokumentet 

i Adobe Reader, kan du se, at dokumentet er certificeret af Penneo e-signature ser-
vice <penneo@penneo.com>. Dette er din garanti for, at indholdet af dokumentet 
er uændret. 

Du har mulighed for at efterprøve de kryptografiske s igneringsbeviser i ndle-
jret i dokumentet ved at anvende Penneos validator på følgende 
websted: https://penneo.com/validator

Underskrifterne i dette dokument er juridisk bindende. Dokumentet er underskrevet via Penneo™ sikker digital underskrift.
Underskrivernes identiteter er blevet registereret, og informationerne er listet herunder.

“Med min underskrift bekræfter jeg indholdet og alle datoer i dette dokument.”

Nicolai Tobias Visti Pedersen
Partner, statsautoriseret revisor
På vegne af: BDO
Serienummer: CVR:20222670-RID:1283706411033
IP: 77.243.xxx.xxx
2023-10-24 09:46:41 UTC

Christian Richter-Pedersen
CEO & Partner
På vegne af: COMAsystem
Serienummer: 4328a6a0-06b4-412e-a452-4a418642d03e
IP: 87.116.xxx.xxx
2023-10-24 10:08:10 UTC

Mikkel Jon Larssen
BDO STATSAUTORISERET REVISIONSAKTIESELSKAB CVR: 20222670
Partner, chef for Risk Assurance, CISA, CRISC
På vegne af: BDO
Serienummer: 51d312d9-1db3-4889-bb62-37e878df1fff
IP: 77.243.xxx.xxx
2023-10-25 09:40:18 UTC

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
0E

XP
-K

SD
2I

-P
Q

W
KZ

-K
14

0P
-K

W
7P

W
-1

1S
LN



  
 
 
 
 
 
 M5elYKeDzlw0mJKLf7sM+HRsrhPx7FesGFiNHQmUnw4=


 
Qxw72KMwoHBTijj34LsPrhADPhMHdlFxtNZibNeOMEwzUwFJxk2U92thziR7S8y/RUMwPWETHMXe
orNbZposYhBEqAXO060NkG+e9OQL3MlEbhIpnuxO9N2TCMQZxcRiD6TH0+aLG4yRXlMcyOOXVGHG
Qw1uqtn4mP0t3n40ymsbcIeVMxd7FkoNNRG8jdVizVxH0C3vg5WV00eErPX1/soHqdOYLVqizdo/
cLXcCuFldDyMrk+4lBALUmczRywSmpzgA+e1LFlUYjq6oEgpAopzjvqAhzLqKvcuq7OeLe69YDAf
Ssm9fDdCxnJ9MuslwcSDkqfSJHtR1n53FFxA6w==

 
 
 
MIIGRTCCBS2gAwIBAgIEXo7FczANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjAeFw0yMzAxMDMwNzM5
MDNaFw0yNjAxMDMwNzM4NDlaMIGhMQswCQYDVQQGEwJESzFDMEEGA1UECgw6QkRPIFNUQVRTQVVU
T1JJU0VSRVQgUkVWSVNJT05TQUtUSUVTRUxTS0FCIC8vIENWUjoyMDIyMjY3MDFNMCQGA1UEAwwd
Tmljb2xhaSBUb2JpYXMgVmlzdGkgUGVkZXJzZW4wJQYDVQQFEx5DVlI6MjAyMjI2NzAtUklEOjEy
ODM3MDY0MTEwMzMwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQCtqkwIFlqC/ByAt/oZ
xGCHWlbHZwvgJ0EhFegWvXu9S7EDmj0kIHxHaFhz9jpT36iUcCVMyM27dJ6pJQkY5Czd7i4d1gzL
VJwe0DGlI6n54DnNlPlWPW0SN8uKBdhGWpl7c7H22NE2+QNLhxFRJsdLMCkyzo4SC1gtTmdiVeni
vu8gQrUCL2jLBryeGzC98MhGDtxdj/lGssysgwqDwcZVhBvulvALcBCzJ2q+UFdaxjblVt8NJQ2p
9eeGAKxrsbdWXE5Nd3DbDtcZUcvSOzq4maKcb2epUHmkrsUez2Nmhr+MlePo33eVnTdzFtx2nl8G
qzp2HSdy3WmIRoEGTUDFAgMBAAGjggLjMIIC3zAOBgNVHQ8BAf8EBAMCA/gwgYkGCCsGAQUFBwEB
BH0wezA1BggrBgEFBQcwAYYpaHR0cDovL29jc3AuaWNhMDQudHJ1c3QyNDA4LmNvbS9yZXNwb25k
ZXIwQgYIKwYBBQUHMAKGNmh0dHA6Ly9tLmFpYS5pY2EwNC50cnVzdDI0MDguY29tL29jZXMtaXNz
dWluZzA0LWNhLmNlcjCCAUMGA1UdIASCATowggE2MIIBMgYKKoFQgSkBAQECBjCCASIwLwYIKwYB
BQUHAgEWI2h0dHA6Ly93d3cudHJ1c3QyNDA4LmNvbS9yZXBvc2l0b3J5MIHuBggrBgEFBQcCAjCB
4TAQFglUUlVTVDI0MDgwAwIBARqBzEZvciBhbnZlbmRlbHNlIGFmIGNlcnRpZmlrYXRldCBn5mxk
ZXIgT0NFUyB2aWxr5XIsIENQUyBvZyBPQ0VTIENQLCBkZXIga2FuIGhlbnRlcyBmcmEgd3d3LnRy
dXN0MjQwOC5jb20vcmVwb3NpdG9yeS4gQmVt5nJrLCBhdCBUUlVTVDI0MDggZWZ0ZXIgdmlsa+Vy
ZW5lIGhhciBldCBiZWdy5m5zZXQgYW5zdmFyIGlmdC4gcHJvZmVzc2lvbmVsbGUgcGFydGVyLjAV
BgNVHREEDjAMgQpudHBAYmRvLmRrMIGXBgNVHR8EgY8wgYwwLqAsoCqGKGh0dHA6Ly9jcmwuaWNh
MDQudHJ1c3QyNDA4LmNvbS9pY2EwNC5jcmwwWqBYoFakVDBSMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjEQMA4GA1UEAwwHQ1JM
ODkxNzAfBgNVHSMEGDAWgBRcu3ViFjKZqjaguJr7b6cMX/AK1TAdBgNVHQ4EFgQUagXcVABQcUdE
a7JEGjnEYnqLadgwCQYDVR0TBAIwADANBgkqhkiG9w0BAQsFAAOCAQEAgTZ9/WLlUEx59C6r/cpb
OQmSIy+aVvhdNHW5DoMxvz+93Z1J7xZpN3cKlPW+CLNFSjreIUoYesECpU+Htc8sjyMmofgOA8rK
pVoeHKxEIkcstzffs4TBMAhROczLNVogrYdAdV9ImZZoOEPIHLPo4Hgire3sMZJBfuX3iHVZriKX
wmpncJZeUoEhf7UbFgk2kw4VzD9lUvIxZlX3bOmqLs1Ug1x7QpflViUZDZMKv3aMKG9sG+uCc47S
V6HGXgg+7RpzC92wssUYgQmadHAyuaoNgqqIBoaEm1A9djSoXDwsprw0fv6R0tvTQFq4l/pxsXB+
0+6++AAGYUyJkqovbw==


 
 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=


 
 
MIIGHDCCBASgAwIBAgIES45gAzANBgkqhkiG9w0BAQsFADBFMQswCQYDVQQGEwJESzESMBAGA1UE
ChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NFUyBQcmltYXJ5IENBMB4XDTEwMDMw
MzEyNDEzNFoXDTM3MTIwMzEzMTEzNFowRTELMAkGA1UEBhMCREsxEjAQBgNVBAoTCVRSVVNUMjQw
ODEiMCAGA1UEAxMZVFJVU1QyNDA4IE9DRVMgUHJpbWFyeSBDQTCCAiIwDQYJKoZIhvcNAQEBBQAD
ggIPADCCAgoCggIBAJlJodr3U1Fa+v8HnyACHV81/wLevLS0KUk58VIABl6Wfs3LLNoj5soVAZv4
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            Coma System ApS ISAE 3000 DK
            VIG2P-O8BWF-BXP7I-SH5SO-KLEGS-57VQI
            SHA-256
            bf7cf0c1005da58223b05fac4297ed21c38aa3bf4dbb4db86a3cf556a6915beb
            
                                    
                                                    COMAsystem
                                                                            CEO & Partner
                                            
                            
        
            
            Coma System ApS ISAE 3000 ENG
            Q0EXP-KSD2I-PQWKZ-K140P-KW7PW-11SLN
            SHA-256
            ecbaf6473e36ea028c4126aa2b789b178b028e681c5fd229b36880101a63b4e6
            
                                    
                                                    COMAsystem
                                                                            CEO & Partner
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            


            
        
         2ca3nMRZwyfWterQu6CREUDcXE/zvh8dp/gK9lmCuag=   XaMVIK2bq56+ppfhPaJuzotzEuNLIZXz7PDvvtDz2Y8= 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 AQAB  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     2023-10-25T09:40:17.150Z     hWM9IRvH0z0iE/dZLzjqkDdUqBB8iXvUaBIvBafg1Tc=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 84695904532432079466641224233273240891390946475     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