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1. INDEPENDENT AUDITOR’S REPORT 

INDEPENDENT AUDITOR’S ISAE 3000 ASSURANCE REPORT FOR THE PERIOD 1, OCTOBER, 2023 TO 1, 

SEPTEMBER, 2024 ON THE DESCRIPTION OF COMASYSTEM AND NAME OF THE COMPANY AND RE-

LATED TECHNICAL AND ORGANISATIONAL MEASURES AND OTHER CONTROLS AND THEIR DESIGN 

AND OPERATING EFFECTIVENESS RELATING TO PROCESSING AND PROTECTION OF PERSONAL DATA 

IN ACCORDANCE WITH THE EU GENERAL DATA PROTECTION REGULATION AND THE DANISH ACT ON 

SUPPLEMENTARY PROVISIONS 

 

 

To:  The Management of COMAsystem ApS 

 COMAsystem ApS’ Customers 

 

Scope 

We have been engaged to report on COMAssystem ApS’ (the Data Processor) description in section 3 of CO-

MAsystem ApS and the related technical and organisational measures and other controls, relating to pro-

cessing and protection of personal data in accordance with the Regulation of the European Parliament and of 

the Council on the protection of natural persons with regard to the processing of personal data and on the 

free movement of such data (the EU General Data Protection Regulation) and the Danish Act on Supplemen-

tary Provisions to the Regulation (Danish Data Protection Act), and on the design and operating effectiveness 

of the technical and organisational measures and other controls related to the control objectives stated in the 

description for the period 1, October, 2023 to 30, September, 2024. 

 

The Data Processor’s Responsibilities 

The Data Processor is responsible for preparing the statement in section 2 and the accompanying description 

including the completeness, accuracy, and method of presenting the statement and the description. Further-

more, the Data Processor is responsible for providing the services covered by the description; stating the con-

trol objectives; and designing, implementing and effectively operating controls to achieve the stated control 

objectives. 

 

Auditor’s Independence and Quality Control 

We have complied with the requirements of independence and other ethical requirements of the International 

Ethics Standards Board of Auditors' International Guidelines on the Conduct of Auditors (IESBA Code), which 

are based on the fundamental principles of integrity, objectivity, professional competence, and due diligence, 

confidentiality, and professional conduct, as well as ethical requirements applicable in Denmark. 

 

BDO Statsautoriseret revisionsaktieselskab applies International Standard on Quality Management, ISQM 1, 

which requires the firm to design, implement and operate a system of quality management including policies 

or procedures regarding compliance with ethical requirements, professional standards and applicable legal 

and regulatory requirements. 

 

Auditor’s Responsibilities 

Our responsibility is to express an opinion on the Data Processor’s description in section 3 and on the design 
and operating effectiveness of the controls related to the control objectives stated in the description, based 

on our procedures. 

 

We conducted our engagement in accordance with the International Standard on Assurance Engagements 

3000, “Reports Other Than Audits or Reviews of Historical Financial Information”. That standard requires that 
we plan and perform our procedures to obtain reasonable assurance about whether, in all material respects, 

the description is fairly presented, and the controls are appropriately designed.  

 

An assurance engagement to report on the description, design and operating effectiveness of controls at a 

Data Processor involves performing procedures to obtain evidence about the disclosures in the Data Proces-

sor’s description and about the design and operating effectiveness of the controls. The procedures selected 
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depend on the auditor’s judgment, including the assessment of the risks that the description is not fairly pre-
sented, and that controls are not appropriately designed or operating effectively. Our procedures included 

testing the operating effectiveness of those controls that we consider necessary to provide reasonable assur-

ance that the control objectives stated in the description were achieved. An assurance engagement of this 

type also includes evaluating the overall presentation of the description, the appropriateness of the objectives 

stated therein, and the suitability of the criteria specified by the Data Processor and described in section 2. 

 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opinion.  

  

Limitations of Controls at a Data Processor 

The Data Processor’s description is prepared to meet the common needs of a broad range of data controllers 
and may not, therefore, include every aspect of the use of COMAsystem ApS, that each individual Controller 

may consider important in their own environment. Also, because of their nature, controls at a Data Processor 

may not prevent or detect all breaches of the personal data security. Furthermore, the projection of any evalu-

ation of the operating effectiveness of controls to future periods is subject to the risk that controls at a data 

processor may become inadequate or fail. 

 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we used 
in forming our opinion are those described in the Data Processor’s statement in section 2. In our opinion, in all 
material respects: 

 

 

a. The description presents fairly COMAsystem ApS and the related technical and organisational 

measures and other controls, relating to processing and protection of personal data in accordance 

with the EU General Data Protection Regulation and the Danish Data Protection Act, as designed and 

implemented for the period 1, October, 2023 to 30, September, 2024. 

 

b. The technical and organisational measures and other controls, relating to the control objectives stated 

in the description were appropriately designed for the period 1, October, 2023 to 30, September, 

2024. 
 

c. The technical and organisational measures and other controls tested, which were those necessary to 

provide reasonable assurance that the control objectives stated in the description were achieved, op-

erated effectively throughout the period from 1, October, 2023 to 30, September, 2024. 
 

 

Description of Test of Controls   

The specific controls tested, and the results of those tests are listed in section 4.  
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Intended Users and Purpose 

This report is intended solely for data controllers who have used COMAsystem ApS, and who have a sufficient 

understanding to consider it along with other information, including information about the technical and organ-

isational measures and other controls operated by the data controllers themselves when assessing whether 

the requirements of the EU General Data Protection Regulation and the Danish Data Protection Act have been 

complied with.  

 

 

Copenhagen, 17. December 2024  

 

BDO Statsautoriseret Revisionsaktieselskab 

 

 

 
Nicolai T. Visti    Mikkel Jon Larssen 

Partner, State Authorised Public Accountant  Partner, chef for Risk Assurance, CISA, CRISC 
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2. COMASYSTEM APS STATEMENT 

 
COMAsystem ApS processes personal data in relation to COMAsystem ApS to our customers, who are Data 

Controllers according to the Regulation of the European Parliament and of the Council on the protection of 

natural persons with regard to the processing of personal data and on the free movement of such data (the EU 

General Data Protection Regulation) and the Danish Act on Supplementary Provisions (the Danish Data Protec-

tion Act). 

 

The description has been prepared for Data Controllers who have used COMAsystem ApS, and who have a 

sufficient understanding to consider the description along with other information, including information about 

the technical and organisational measures and other controls operated by the data controllers themselves in 

assessing whether the requirements of the EU General Data Protection Regulation and the Danish Data Pro-

tection Act have been complied with.  
 

COMAsystem ApS uses sub-processors. This sub-processors’ relevant control objectives and related technical 

and organisational measures and other controls are not included in the accompanying description.  

  

COMAsystem ApS confirms that the accompanying description in section 3 fairly presents COMAsystem ApS 

and the related technical and organisational measures and other controls for the period 1, October, 2023 to 

30, September, 2024. The criteria used in making this statement were that the accompanying description: 

  

1. Presents COMAsystem ApS, and how the related technical and organisational measures and other 

controls were designed and implemented, including:   

• The types of services provided, including the type of personal data processed. 

• The procedures used to ensure that data processing has taken place in accordance with contract, 

instructions, or agreement with the data controller. 

• The procedures ensuring that the persons authorised to process personal data have committed to 

confidentiality or are subject to an appropriate statutory duty of confidentiality.  

• The procedures ensuring upon discontinuation of data processing that, by choice of the data con-

troller, all personal data are deleted or returned to the data controller unless retention of such 

personal data is required by law or regulation.   

• The procedures supporting in the event of breach of personal data security that the data control-

ler may report this to the supervisory authority and inform the data subjects.  

• The procedures ensuring appropriate technical and organisational safeguards in the processing 

of personal data in consideration of the risks that are presented by personal data processing, 

such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access 

to personal data transmitted, stored, or otherwise processed.  

• The controls that we, with reference to the delimitation of COMAsystem ApS would have been 

designed and implemented by the data controllers, and which, if necessary to achieve the control 

objectives, are identified in the description. 

• The other aspects of the control environment, risk assessment process, information systems and 

communication, control activities and monitoring controls that are relevant to the processing of 

personal data.   

 

2. Includes relevant information on changes in COMAsystem ApS and the related technical and organisa-

tional measures and other controls throughout the period.  
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3. Does not omit or distort information relevant to the scope of COMAsystem ApS and the related tech-

nical and organisational measures and other controls described while acknowledging that this descrip-

tion is prepared to meet the common needs of a broad range of data controllers and may not, there-

fore, include every aspect of COMAsystem ApS that the individual data controllers might consider im-

portant in their environment. 

 

 

 

COMAsystem ApSconfirms that the technical and organisational measures and other controls related to the 

control objectives stated in the accompanying description were suitable designed for the period 1, October, 

2023 to 30, September, 2024. The criteria we used in making this statement were that: 

 

1. The risks threatening achievement of the described control objectives were identified. 

 

2. The identified controls would, if operated as described, provide reasonable assurance that those risks 

did not prevent the stated control objectives from being achieved. 
 

3. The controls were applied consistently as designed, including manual controls were performed by per-

sons with appropriate competencies and rights, in the entire period from 1, October, 2023 to 30, Sep-

tember, 2024. 

 

 

COMAsystem ApS confirms that appropriate technical and organisational measures and other controls were 

implemented and maintained to comply with the agreements with data controllers, good practices for the data 

processing of data and relevant requirements for Data Processors in accordance with the EU General Data 

Protection Regulation and the Danish Data Protection Act.  

 

 

Copenhagen, 17. December 2024 

 

COMAsystem ApS 

 

 

 

Christian Richter-Pedersen 

CEO 
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3. COMASYSTEM APS’ DESCRIPTION OF COMASYSTEM AND THE RELATING CON-
TROLS 

INTRODUCTION 

The following description of COMASYSTEM has been prepared for the purpose of providing true and fair infor-

mation as well as information for COMAsystem ApS’ clients and external auditors. 
 

Below are a complete description of the system's application, purpose and conditions in relation to the opera-

tion of the system. Thereafter, the approach and the ongoing maintenance of the risk assessment for the sys-

tem are described. 

 

The description also includes an examination of the controls for procedures and documentation implemented 

by the organisation. 

 

SYSTEM DESCRIPTION 

General 

COMASYSTEM is a Software as a Service (SaaS) web application, which stores and processes contract data 

for the users of the system. 

 

Used contract types include: 

• Supplier contracts 

• Sales contracts 

• Staff contracts 

• Service contracts 

 

The system enables active utilisation of relevant contract data by means of notifications sent to the responsi-

ble users with the customers. 

 

Thus, the system ensures compliance with renewal deadlines, terms of notice, compliance with obligations in 

relation to staffs and management of service agreements. 

 

The system in its current version has been developed for the purpose of extensive protection of personally 

identifiable data in accordance with article 25 of the General Data Protection Regulation - “Data protection by 
design and data protection by default”. 
 

Thereby, the system is applied by the customer for contract management, documentation in connection with 

compliance at processing of personal data and financial optimisation. 

 

Infrastructure and operation 

COMASYSTEM is hosted in Denmark, and back-up is also stored in different locations in Denmark. 

 

COMASYSTEM is placed in Global Connect A/S’ data centre in Høje-Taastrup, Zealand Denmark. Global Con-

nect A/S solely performs housing tasks and does not act as data processor. 

 

The daily operation of the system, the development and support are conducted solely by COMAsystem ApS. 

 

COMAsystem is responsible for all development of the application. 

 

Digital Signatur is performed by subsupplier ADDOsign twoday A/S, which acts as data processor for clients, 

who opt for digital signature. 
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Back-up is performed by subsupplier FrontSafe ApS, who are data processor. 

 

The system is monitored 24/7 by COMAsystem ApS’ own employees. In addition, back-up locations are moni-

tored by FrontSafe ApS. A number of external systems are used for monitoring. 

 

RISK ASSESSMENT 

Premise of the risk assessment 

The risk assessment is performed in consideration of the specific information types processed by the system, 

the amount and the sensitivity of the processed information. 

 

Likewise, the risk of the system is assessed in consideration of the threats, which would be relevant for the 

industries, in which the clients of the system work.  

 

Incidents related to IT or personal data security are included in the ongoing assessment of risks. 

 

The risk assessment has been performed under the assumption of an incident in pursuance of article 32 (2) of 

the General Data Protection Regulation. 

 

In this connection, it is assumed that the system handles both regular and sensitive personal data.  

 

Assessment and follow-up 

The risk assessment has been performed systematically through the following main areas: 

• Input data and output data materials 

• Users 

• Hardware and system software 

• Procedures 

• General risks 

• Subprocessors 

• Various incidents of more specific character 

o Future initiatives 

o DPIA 

o Task-specific risk assessments  

 

The risk assessment is used as an active tool and is considered a variable, which must be reassessed cur-

rently with regard to ensuring that COMASYSTEM is operated and developed in relation to the risk level re-

quired. 

 

For the risk assessment, materials from Sikker Digital and others relevant accessible sources are used, and 

the consequence for both the company and the data subject(s) is assessed, in accordance with the General 

Data Protection Regulation. 

 

All risks are controlled and linked together with processes and/or controls, where these appear of the compli-

ance system applied by COMAsystem ApS. 

 

Risk assessments have been conducted in relation to consequences for both the company and the data sub-

ject. The risk assessment is periodically reassessed, and processes are in place in connection with Develop-

ment and new initiatives, which are to ensure that the risk assessment is updated. 

 

It is based on the current threat level and the risk assessment is part of the documentation for the annual ISAE 

3000 audit. Based on the audit recommendations, this may form the basis for new projects or procedures, 

which are to strengthen the security for COMASYSTEM. 
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SIGNIFICANT CHANGES IN THE PERIOD 

 

There has been developed and deployed a new frontend for COMAsystem with an integrated module for as-

set management in the audit period. 

 

CONTROLS 

General 

Controls which are deemed relevant for the ISAE3000 audit are created and completed in Lexoforms.  

 

Controls are performed and documented by the controlling person and can be completed when relevant com-

ments are added to the evaluation. 

 

In this way, it is the purpose to create a uniform and continuous overview and history of COMAsystem ApS's 

control regime. 

 

COMAsystem ApS has an active opinion of the ongoing control regime and currently adapts controls to 

changed processes or features and adds new or archives unnecessary controls. 

 

A.5 Information security policies 

An information security policy has been implemented in the company, and it is revised annually. 

 

A.6 Organisation of Information Security 

In accordance with the information security policy, the board of directors has the overall responsibility for the 

organisation of the information security, and COMAsystem ApS’ Management has defined an information se-
curity strategy. The information security has been unfolded in the entire organisation, and COMAsystem ApS 

requires the same of external cooperative partners. 

 

A.7 Human Resource Security 

It is ensured during the employment of COMAsystem ApS’ employees that they can work with confidential 
matters and are assessed to be capable of handling the operation and the processing of confidential and sen-

sitive data. 

There are also procedures which ensure closing of resigned employees. 

 

A.8 Asset Management 

The IT Manager has been appointed as the company’s system owner and operations manager. The classifica-
tion of systems and which data are processed have been considered. Processes for protection of mobile IT 

equipment and server are available. On workstations (mobile equipment) disc encryption has been estab-

lished. Data-carrying media are destroyed in accordance with approved procedure. 

 

A.9 Access Control 

In COMAsystem ApS, procedures for access control on workstations, systems and network have been intro-

duced. Access to systems and data is granted according to function for the employees in question and ac-

cording to least privilege principles. 

  

Access to critical operations and back-end systems is protected by firewall and VPN, which is terminated in 

firewall. 

 

Rotation of passwords according to the minimum requirements of the IT policy has been planned for the VPN 

users.  

 

Users, who no longer has a function-related need or due to termination of the cooperation, are stripped of 

rights and/or access to parts of or all systems. 
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Controls are implemented to monitor that only persons with function-related needs have access to specific 

systems. 

 

There are no common user accounts, and personal usernames and codes will be provided. Secret codes are 

managed and stored encrypted. 

 

Access to data-carrying devices and/or critical systems will be according to assessment and in connection 

with work-related needs. 

 

There are transmission encryption at all log-in features. 

 

A.10 Cryptography 

Cryptography is worked with targeted at both transmission of data and in certain cases at storage of data. 

 

For e-mail communication, there are requirements for TLS communication. 

 

For access to web-based services, TLS encryption will be forced at minimum TLS 1.2. 

 

Back-up is transmitted with encryption and are stored with encryption. Front-Safe does not have access to the 

encryption key for COMAsystem's backup data. 

 

Customers files are encrypted at rest. 

 

A.11 Physical and Environmental Security 

External housing solution is applied for COMAsystem ApS’ data centre, where there are 24/7 monitoring and 
access control.  

 

Only specific COMAsystem ApS’ employees with a work-related need have access to the physical material in 

the data centre. The physical material includes server, switches, firewall, etc. and is owned by COMAsystem 

ApS. 

 

There is a procedure for secure disposal destruction of data-carrying media. 

 

At COMAsystem ApS, there is an alarm system with alarm calls and processes in place, so that workstations 

are automatically locked.  

 

A.12 Operations Security 

Compliance software is applied for management of processes, control and relating risk assessments. Incidents 

are recorded according to specific processes, and COMAsystem ApS examines on an annual basis all rec-

orded incidents in connection with process optimisation. 

 

Process and recording for patch management have been set up for both workstations and server. 

 

Operation/capacity monitoring and alarm calls are applied on server. 

 

Centralised software are applied on both work stations and servers to defend against virus and malware.  

 

Back-up has been considered in relation to type and which data to back up. In addition, it has also been con-

sidered how often it is necessary to complete back-ups. Back-up is verified according to ongoing control and 

at application of the system’s own verification settings. 

 

Logging has been set up on all operating units and is collected centrally. The access to log data is limited to 

specific employees. 
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Change management is recorded in an incident log, and it is solely the IT Manager who is authorised to install 

and/or change the current software on servers. Employees can with the IT manager’s approval receive permis-
sion to install software on workstations.  

 

COMAsystem ApS keeps up to date with vulnerabilities in open media and professional network. 

 

A.13 Communications Security 

Policies for communications security have been prepared. Solely employees with work-related needs may 

perform corrections in network equipment. 

 

Mission-critical networks may only be accessed via VPN. 

 

Only relevant and required services are exposed to the open net. 

 

Except forced TLS on all e-mails, internal mail service is applied for comasystem.dk, which is only applied by 

the application comasystem.dk.  

 

A.14 Development and Maintenance of Systems 

There are determined processed for initiation of development and guidelines for security requirements for de-

velopment, acquisition and maintenance. 

 

Processes are worked with for monitoring and control of subsuppliers. 

According to the General Data Protection Regulation, any risk is reassessed currently as well as the require-

ment for DPIA is reassessed currently. 

 

An uniform Pipeline is applied for development and new system features are documented. 

 

Production and development have been segregated, and production data are not developed. 

 

Processes for updating and upgrading of virtual machines as well as hypervisor and baremetal have been de-

fined. 

 

A.15 Supplier Relationships 

Data processing agreements have been entered with subsuppliers and audit opinions have been obtained. 

 

Physical control of data centre’s security and surrounding conditions has also been established. 
 

Supervision with primary suppliers is conducted in the following way: 

 

GlobalConnect A/S (not data processor): 

Delivery: Data centre housing 

• Physical control  

• Annual reassessment of audit opinion with special focus on physical security 

 

FrontSafe A/S: 

Delivery: Back-up 

• Function controls (separately during back-up) 

• Annual reassessment of audit opinion with focus on exemptions in relation to matters relating to back-

up in transmission and during storage 

 

ADDOsign twoDay A/S: 

Delivery: Digital signature 

• Annual reassessment of audit opinion with focus on exemptions in relation to matters relating to back-

up in transmission and during storage 
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A.16 Information Security Incident Management 

In general, preventive and discovering controls are applied so that personal data breaches may be prevented 

or managed without undue delays. 

 

There are procedures for managing information security incidents. The management comprises recording, risk 

assessment, communication and mitigation. 

 

Employees and suppliers are currently made aware of how information security incidents must be handled. 

 

All security incidents are also processed according to the General Data Protection Regulation in connection 

with recording, orientation and notification. 

 

In most cases, COMAsystem ApS acts as data processor on behalf of the system's clients. Personal data 

breaches are therefore notified immediately to the relevant data controller(s). 

 

By this, it is specified that COMAsystem ApS’s customers are independent data controllers in relation to CO-
MAsystem ApS and have the responsibility for their own risk assessment of incidents and notification to au-

thorities as well as communication to the data subjects. 

 

A.17 Contingency Plans 

COMAsystem ApS has procedures in place to ensure start-up of mitigating measures without undue delays in 

case of system failures or other incidents, which makes COMASYSTEM unavailable for users and COMAsys-

tem ApS’ employees or reduces the functionality or security of the system. 

 

In addition, all incidents are also considered incidents under the General Data Protection Regulation and are 

risk assessed according to this. 

 

In principle, the CEO is responsible in relation to all incidents and arranges recording, communication, risk as-

sessment and mitigation. 

 

CCO takes over this role when the CEO is absent. 

 

All incidents are managed centrally in COMAsystem ApS’s OPS board. 

 

A.18 Compliance 

Privacy policy has been prepared and is maintained currently via set up control. The policy is available for all 

COMAsystem ApS’ customers and guests on comasystem.dk/privacypolicy. 
 

In relation to awareness training, COMAsystem ApS operates with a very flat organisation and controls are set 

up, which contributes to repeated discussions and assessments of the conditions of the company in relation to 

personal data and how employees and suppliers at COMAsystem ApS must handle these. 

 

Data processing agreements with customers are entered when entering agreements/contracts on delivery of 

COMASYSTEM software and must be signed before access is granted. 

The data processing agreement is always available on https://comasystem.dk/dpa. 

 

Data processor record, storage and maintenance hereof take place in COMAsystem and file-based systems. 

Record, controls and risk assessment are documented and form the basis for the current documentation of the 

compiled controls. 

 

Compliance with instructions and notification if these are in contravention of legislation are kept in the OPS 

board, and assessments are currently performed via planned controls so that the organisation can be ad-

justed. 
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Electronic storage of data processing agreements for suppliers takes place in COMAsystem and is compared 

with the obtained audit opinions. 

 

It is ensured that the subsuppliers meet the requirements from the data controllers through an uniform data 

processing agreement with COMAsystem ApS's customers and a selection of suppliers, which support the 

prepared instruction on security level and physical placement. In addition, data processors are risk assessed 

in relation to the functions, which they perform on behalf of COMAsystem ApS. 

 

Impact assessment (DPIA) is assessed not to be directly necessary to complete due to absence of high risk of 

the processing and as the processing only to a smaller extent comprises sensitive data. A control has been set 

up that DPIA for COMASYSTEM is currently reassessed. 

 

Deletion of data is both automated in COMAsystem ApS’s backup and in automated processes in the applica-
tion, which the data controllers have influence on themselves. Client data will be deleted at terminated client 

relations and are adhered to in the deletion processes. In addition, COMAsystem ApS stores only data, which 

fall under other legislation, such as the Danish Bookkeeping Act.  

 

The data subjects’ rights are described in procedures for COMAsystem ApS. However, the individual client as 
data controller must extract, correct or delete own data in relation to request, in accordance with article 15-20 

and article 7 of the General Data Protection Regulation on consent. In all cases, COMAsystem ApS will assist 

the data controller according to request, and these requests will be recorded in the incident log for COMAsys-

tem ApS. 

 

Audit and inspection are performed annually and of own motion of COMAsystem ApS. Via external audit of the 

type ISAE 3000, COMAsystem ApS wishes to illustrate the company's focus on and abilities to work securely 

and professionally with the customer's data. 

 

Assistance to the data controller is provided to the data controller and the details appear from the data pro-

cessing agreement. 

 

Controls are set up to handle the protection and documentation of changes, removals or additions of business 

processes in COMAsystem ApS. The controls will be completed in consideration of the risk assessment, which 

is based on the consequence for the data subjects. 

COMPLEMENTARY CONTROLS WITH THE CONTROLLER  

It is requested that the data controllers, which COMAsystem ApS is data processor for, complies with the fol-

lowing: 

• To ensure own processes to protect the data subjects’ rights for the personal data entered in CO-
MASYSTEM. 

• Ensure a sufficient evaluation of the given instruction in the data processing agreement. 

• Prepare own risk assessments for obtaining, applying and storing personal data. 

• Use the laid down functions in COMASYSTEM for deletion of personal data without purpose or miss-

ing legal authority. 

• Ensure user administration of own users in COMAsystem so resigned and dismissed employees no 

longer has access to the system. 

• Ensure in the user administration that the granting of rights in COMASYSTEM is cared for. 
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4. CONTROL OBJECTIVES, CONTROL ACTIVITIES, TESTS AND THE RESULT OF TESTS 

Objective and scope 

We conducted our engagement in accordance with ISAE 3000, Assurance Reports Other Than Audits or Re-

views of Historical Financial Information.  

 

BDO has inspected procedures to obtain evidence of the information in COMAsystem ApS’ description of CO-

MAsystem, the design and operating effectiveness of the relating technical and organisational measures and 

other controls. The procedures selected depend on BDO’s assessment, including the assessment of the risks 
that the description is not fairly presented and that the controls are not appropriately designed or operating 

effectively.   

 

BDO’s test of the design and the operating effectiveness of the relating technical and organisational measures 
and other controls and their implementation has included the control objectives and related the control objec-

tives and related control activities selected by COMAsystem ApS, and which are described in the check form 

below.  

 

In the test form, BDO has described the tests carried out which were assessed necessary to obtain reasonable 

assurance that the stated control objectives were achieved, and that related controls were appropriately de-

signed and operated effectively for the period 1, October, 2023 to 30, September, 2024. 

 

Test procedures 

Test of the design of the relating technical and organisational measures and other controls and their imple-

mentation and effectiveness hereof were performed by inquiries, inspection, observation and re-performance. 

 

Type Description 

Inquiry Inquiries of relevant personnel at COMAsystem have been performed for all significant control 

activities. 

 

The purpose of the inquiries was to obtain knowledge and further information about imple-

mented policies and procedures, including how the control activities are performed, and to ob-

tain confirmed evidence of policies, procedures, and controls. 

Inspection Documents and reports, which include information about the performance of the control, have 

been read for the purpose of assessing the design and monitoring of the specific controls, i.e., 

whether the design of the controls is such that they are expected to be effective if implemented, 

and whether the controls are sufficiently monitored and checked at suitable intervals. 

 

Tests have been performed of significant system structures of technical platforms, databases, 

and network equipment to ensure that controls have been implemented, including for example 

assessment of logging, back-up, patch management, authorisations and access controls, data 

transmission, and inspection of equipment and locations. 

Observation The use and existence of specific controls have been observed, including tests to ensure that 

the control has been implemented. 

Re-performance Controls have been re-performed to obtain additional evidence that the controls operate as as-

sumed. 

 

For the services provided by Global Connect A/S as subservice organisation within housing of IT equipment, 

we have from independent auditor received an ISAE 3402 type 2 assurance report for the period 1 January to 

31 December 2023 on the description of controls, their design and functionality in relation to data centre solu-

tion. 

 

This subservice organisation’s relevant control objectives and related controls are not included in data proces-
sor's description of COMASYSTEM and the relating technical and organisational security measures and other 

controls. Thus, we have only assessed the report and tested the controls with the data processor, who moni-

tors the functionality of the subservice organisation's controls, which ensures appropriate supervision of the 

sub-processor’s compliance with the data processing agreement made between the sub processor and the 
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data processor and compliance with the General Data Protection Regulation and the Danish Data Protection 

Act. 

 

For the services provided by FrontSafe A/S as subprocessor within IT operation, we have from independent 

auditor received an ISAE 3402 type 2 assurance report for the period 1 October 2021 to 30 November 2022 

on the cover of the technical and organisational security measures in relation to the operation of Cloud back-

up services. 

 

For the services provided by Twoday A/S as subprocessor within digital signature, we have from independent 

auditor received an ISAE 3000 assurance report for the period 1 April 2022 to 31 March 2023 on compliance 

with the Data Protection Regulation of data processor. 

 

Above-mentioned subprocessors’ relevant control objectives and related controls are not included in the data 
processor's description of COMASYSTEM and the relating technical and organisational security measures and 

other controls. Thus, we have solely assessed the report and tested the controls at the data processor, who 

ensures appropriate supervision of the subprocessors’ compliance with the data processing agreement made 
between the subprocessor and the data processor and compliance with the General Data Protection Regula-

tion and the Danish Data Protection Act. 

 

Result of test 

The result of the test made of technical and organisational measures and other controls has resulted in the 

following exceptions noted. 

 

An exception exists when: 

• Technical and organisational measures and other controls have not been designed or implemented to 

fulfil a control objective, and 

• Technical and organisational measures and other controls related to a control objective are not suita-

bly designed and implemented or did not operate effectively throughout the period. 
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Risk assessment 

Control Objective 

 To ensure that the Data Processor carries out an annual risk assessment in relation to the consequences for the data subjects which forms basis for the technical and organisational 

measures. 

Control Activity Test performed by BDO Result of test 

Control - Risk assessment 

 

 The data processor's information systems and as-

sets are risk assessed in relation to confidentiality, 

integrity, and availability for the data subject. 

 At least once a year or at material changes the risk 

assessment is reassessed. 

 The company's risk log for information assets is up-

dated in relation to the result of the risk analysis. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the data processor's system for risk 

management and policies for risk management. We ob-

served that the risk assessment has been prepared based 

on confidentiality, integrity, and availability for the data sub-

ject.  

 

We observed that the risk assessment is updated at least 

once a year. We observed that the most recent update of 

the risk assessment was performed on 29 February 2024. 

 

We observed that identified risks are recorded and updated 

in the data processor's risk log. 

 

 

 

No exceptions noted. 
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A.5: Information security policies  

Control Objective 

 To provide guidelines for and supporting information security and data protection in accordance with business requirements and relevant laws and regulations. GDPR, article 28(1), 

article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Control - Information security policies 

 
 Policy for information security policies is estab-

lished and documented.  

 Policies for information security will be revised in-

ternally at least once a year and at material 

changes with the data processor. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that the responsibility and validity area has been de-

fined. We observed that policies include processing of per-

sonal data. 

 
We observed that the information security policy was up-

dated and approved by Management on 2 July 2024. 

 

 

 
No exceptions noted. 
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A.6: Organisation of information security 

Control Objective 

 To establish a management basis for initiating and managing the implementation and operation of information security and data protection in the organisation. GDPR, article 37,(1). 

 To secure remote workplaces and the use of mobile equipment. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Policy for organisation of information security 

 

 Policy for organisation of information security is es-

tablished and documented.  

 

 

We have made inquiries with relevant personnel. 
 

We have inspected information security policy. We ob-

served that organisation of information security and respon-

sibility has been defined in the policy. 

 

 

 

No exceptions noted. 

Roles and responsibilities 

 

 All assets and information security processes have 

been identified, defined, and a responsible party 

with necessary competences has been appointed. 

 Responsibility, rights and frame for information se-

curity roles have been defined and documented for 

each process or asset. 

 The data processor's management ensures that 

mission-critical duties have been sufficiently segre-

gated. If this is not possible, compensating controls 

have been implemented. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that information assets are identified and a respon-

sible party for information security assets has been ap-

pointed. 

 

We observed that responsibility, framework, and authority 

have been established and documented in the information 

security policy.  We also observed that implementation of 

development tasks must be authorised by the company's 

executive board or board of directors. 

 

We have inspected the organisation and roles for segrega-

tion of duties for mission-critical systems. 

 

 

 

No exceptions noted. 

Information security in project management 

 

 All projects are risk assessed in relation to infor-

mation security and personal data. 

 At material changes in projects, a renewed assess-

ment of the information security must be per-

formed. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected policies and procedures. We observed 

that a procedure has been designed for risk assessment in 

projects. 

 

We have inspected documentation for risk assessment. We 

observed that a risk assessment has been performed in 

connection with material changes. By inquiry, it was con-

 

 

We have observed that a procedure has been designed for 

risk assessment in connection with material changes. There 

have been no material changes in projects during the decla-

ration period. We cannot therefore comment on the imple-

mentation and effectiveness of the control system. 

 

No exceptions noted. 
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A.6: Organisation of information security 

Control Objective 

 To establish a management basis for initiating and managing the implementation and operation of information security and data protection in the organisation. GDPR, article 37,(1). 

 To secure remote workplaces and the use of mobile equipment. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

firmed to us that there have not been material changes dur-

ing the period, for which reason it has not been possible for 

us to test the control. 

 

Policy for mobile equipment 

 

 Employees may only install software on work-

stations after approval by the IT manager.  

 Workstations are updated automatically via a cen-

trally controlled client. 

 Workstations are encrypted. 

 Workstations are installed with active and updated 

anti-virus software. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the Policy for mobile equipment and 

observed that it states that no software installation is al-

lowed. By inquiry, it was confirmed to us that this can be 

done with the IT Manager's approval. 

 

We have inspected log-in on workstation. We observed that 

log-in requires user ID and password.  

 

By random sampling, we observed that workstations are in-

stalled with a client to ensure that updates are installed, 

and that web shield and anti-virus software have been acti-

vated. We observed that the client is administered centrally.  

 

We have inspected the system for central management of 

workstations. We observed that all workstations are in-

stalled and updated. 

 

By random sampling, we have inspected system configura-

tion of workstations. We observed that workstations are en-

crypted with BitLocker. 

 

By random sampling, we have inspected update status for 

workstation. We observed that the workstation is updated 

and installed with anti-virus software. 

 

 

 

No exceptions noted. 

 

Remote workstations 

 

 When working from remote workstations, en-

crypted VPN is applied. 

 

 

We have made inquiries with relevant personnel. 

 

 

 

No exceptions noted. 
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A.6: Organisation of information security 

Control Objective 

 To establish a management basis for initiating and managing the implementation and operation of information security and data protection in the organisation. GDPR, article 37,(1). 

 To secure remote workplaces and the use of mobile equipment. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

 Documents and devices must be protected against 

theft, loss, and malicious damage. 

 Employees are informed about information security 

when working remotely. 

We have inspected VPN system. We observed that encryp-

tion of VPN connection has been configured. We observed 

that the VPN client is authenticated by means of certificate 

as well as unique user ID and password.  

 

We have inspected information security policy. We ob-

served that guidelines for storage and application of IT 

equipment have been designed. 

 

By inquiry, it was confirmed to us that employees are in-

formed of information security when using a remote work-

station. 

 

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: C
Q

G
EH

-5
D

BA
H

-P
M

SH
Z-

Q
XU

B0
-E

V0
KU

-V
PT

YU



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | VESTRE RINGGADE 28 | 8000 AARHUS C | CVR-NO. 20 22 26 70 Side 21 af 52 

 

ISAE 3000 ASSURANCE REPORT               COMPANY NAME 

  

 

A.7: Human resource security 

Control Objective 

 To ensure that employees and contracting parties understand their responsibilities and are suitable for the roles they are intended. GDPR, article 28(1), article 28(3), article 37(1). 

 To ensure that employees and contracting parties are aware of and meet their information security responsibilities. GDPR, article 28(1), article 28(3)(c).  

 To protect the organisation's interests as part of the change or termination of the employment relationship. GDPR, article 28(3)(b). 

Control Activity Test performed by BDO Result of test 

Policy for human resource security 

 

 Policy for human resource security is established 

and documented.  

 Policy for human resource security is reviewed an-

nually. 

 

 

We have inspected information security policy. We ob-

served that policies for human resource security have been 

established. 

 

We observed that policies are revised annually as a part of 

updating the information security policy. We observed that 

policies were revised on 16 August 2024. 

 

 

 

No exceptions noted. 

Before employment 

 

 Prior to employment, all candidates are screened 

and assessed in relation to references, confirma-

tion of education and professional qualifications, 

verification of identity and in special case, criminal 

offences. 

 All employees sign a non-disclosure agreement at 

employment, of which appear the employee's legal 

responsibility and sanctions if confidentiality is 

breached. 

 Employees are informed of information security 

and other matters, which are applicable for the po-

sition.  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected policies for employment. We observed 

that there are requirements for obtaining criminal records 

for all employees at employment. We observed that crimi-

nal records are obtained for employees at employment.  

 

We observed that procedures have been designed for as-

sessment of issuing non-disclosure agreement. By random 

sampling, we observed that duty of confidentiality is im-

posed on employees in their employment contract. 

 

We observed that the policy includes sanctions at infor-

mation security policy breaches or confidentiality breaches.  

 

We observed that information security has been informed 

about in connection with employment. We also observed 

that screening and assessment of candidate have been 

performed when employing a new employee. 

 

 

 

No exceptions noted. 

 

 

During employment 

 

 

 

We have made inquiries with relevant personnel. 

 

 

 

No exceptions noted. 
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A.7: Human resource security 

Control Objective 

 To ensure that employees and contracting parties understand their responsibilities and are suitable for the roles they are intended. GDPR, article 28(1), article 28(3), article 37(1). 

 To ensure that employees and contracting parties are aware of and meet their information security responsibilities. GDPR, article 28(1), article 28(3)(c).  

 To protect the organisation's interests as part of the change or termination of the employment relationship. GDPR, article 28(3)(b). 

Control Activity Test performed by BDO Result of test 

 The employee is trained in security measures in 

connection with processing sensitive and confiden-

tial data. 

 Information security policy is available for all em-

ployees. 

 When needed, employees are informed about cur-

rent threats and changes to information security 

policies. 

By inquiry, it was confirmed to us that information security is 

trained at employment or when entering cooperative 

agreements. We have observed that awareness training 

has taken place e.g. by annual questions to the employees. 

 

We have inspected shared drive. We have observed that 

the information security policy is available for all employ-

ees. By inquiry, it was confirmed to us that that information 

security and current threats are informed about, when 

needed. 

 

Termination of or changes to employment 

 

 At employment, all employees are informed about 

responsibility, requirement and sanctions, which 

are applicable after termination of the employment. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for human resource security at resigna-

tion have been established.  

 

We observed that guidelines have been designed for return 

of information assets and removal of rights in system. 

 

By random sampling, we have inspected documentation for 

return of information assets, closing of accesses have been 

performed for the relevant employee, and confidentiality 

agreement is still applicable. 

 

 

 

No exceptions noted. 
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A.8: Asset management 

Control Objective 

 To identify the organisation's assets and define appropriate responsibilities for its protection. GDPR, article 30(2), article 30(3), article 32(2).  

 To ensure adequate protection of information and personal data that is in relation to the importance of the information and personal data for the organisation. GDPR, article 30(3), 

article 30(4).  

 To prevent unauthorised disclosure, modification, removal or destruction of information and personal data stored on media. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Record of assets 

 

 Management has prepared, approved, and commu-

nicated policies for use and handling of devices 

and media. 

 The data processor prepares a written record of 

the categories of processing activities carried out 

on behalf of data controllers. 

 The records are updated currently and controlled 

during the annual examination of policies and pro-

cedures, etc.  

 The record is stored in writing and electronically. 

 Upon request, the data processor makes available 

the record to the supervisory authority. 

 A system owner who is responsible for the day-to-

day operation and maintenance is appointed for all 

systems. 

 Data in operation systems is classified and pro-

cessed as confidential data. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for use and handling of devices and 

media have been prepared. 

 

We have inspected record of categories and processing ac-

tivities. We observed that the content thereof complies with 

the requirements of article 30 (2) of the General Data Pro-

tection Regulation. We observed that the record is updated 

currently. We observed that the record was last updated on 

2 April 2024. 

 

We observed that record of processing activities is stored 

electronically. 

 

By inquiry, it was confirmed to us that record of categories 

of processing activities performed on behalf of data control-

lers is made available for the supervisory authority. 

 

We have inspected information security policy. We ob-

served that the CEO has been appointed system owner of 

operation systems. We observed that data in operation sys-

tems is classified as sensitive personal data. 

 

 

 

No exceptions noted. 

Handling of devices and physical media 

 

 All devices and media are protected with encryp-

tion. 

 Devices, which are handed over to employees or 

third parties, are registered at handover and return.  

 At handover, it is ensured that there are no confi-

dential or sensitive data on the devices. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for handling physical media and de-

vices have been established. We also observed that guide-

lines have been established for protection of mobile equip-

ment and devices, which are used outside the organisation. 

 

 

 

No exceptions noted. 
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A.8: Asset management 

Control Objective 

 To identify the organisation's assets and define appropriate responsibilities for its protection. GDPR, article 30(2), article 30(3), article 32(2).  

 To ensure adequate protection of information and personal data that is in relation to the importance of the information and personal data for the organisation. GDPR, article 30(3), 

article 30(4).  

 To prevent unauthorised disclosure, modification, removal or destruction of information and personal data stored on media. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

 Employees using devices or media outside the or-

ganisation are responsible for protecting these 

against theft, loss or malicious damage. 

By random sampling, we have inspected system configura-

tion of a workstation. We observed that devices are en-

crypted. 

 

We have inspected policies for using devices outside the 

organisation. By inquiries, the employees’ understanding of 
the control were confirmed to us. 

 

Disposal 

 

 Discs and media are destroyed, when taken out of 

operation.  

 Discs and media are deleted and formatted before 

reuse. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedures for disposal and deletion of 

discs. We assess that these have been appropriately de-

signed. 

 

By inquiry, we have been informed that there have not 

been any incidents during the assurance period to use for 

the test of the effectiveness of the control, for which reason 

we are not able to comment on this. By inquiry, the employ-

ees’ understanding of the control were confirmed to us. 

 

 

 

We observed that a procedure has been established for dis-

posal and deletion of discs. However, media have not been 

disposed of or deleted during the reporting period. We can-

not therefore comment on the implementation and effective-

ness of controls. 

 

No exceptions noted. 
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A.9: Access management 

Control Objective 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Policy for access control 

 

 Policy for access control to systems and data is es-

tablished and documented.  

 Policy for access control is reviewed annually. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for access control have been estab-

lished. 

 

We observed that policies are revised annually as a part 

of updating the information security policy. We observed 

that the policies for access control were revised on 1 Sep-

tember 2024.  

 

 

 

No exceptions noted. 

Access to network and network services 

 

 Access to network and network services requires 

valid user ID.  

 When accessing the company network, it is required 

that VPN is created. 

 Access is granted to systems and data and is granted 

users with a work-related need. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that requirements have been formed for security 

at access to network and network services. 

 

We have inspected system documentation and system 

configuration for firewall. We observed that access to net-

work requires valid user ID and that access to network is 

limited. 

 

We observed that all connections to operation systems 

occur via VPN or HTTPS. We have inspected direct ac-

cess to web services and observed that connection is re-

jected. 

 

We have inspected a list of users with access to VPN. We 

observed that only employees with a work-related need 

are granted access. 

 

 

 

 

 

No exceptions noted. 
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A.9: Access management 

Control Objective 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Creation, change and termination of users 

 

 A procedure has been designed for change and ter-

mination of cooperative relationships. 

 Creation of users and granting of rights are author-

ised by the immediate superior. 

 Allocation of user access is assessed individually and 

based on the user's functional area. 

 User is granted a temporary password at creation, 

which is to be changed at the first log on. 

 At termination of a cooperative relationship, the user 

is deactivated in all allocated systems so that access 

to the company's systems is prevented.  

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, it was confirmed to us that creation of users 

takes place when entering a contract with an employee.  

 

We have inspected procedure for examination of user 

rights. We observed that examination of rights for critical 

operation systems and access to personal data takes 

place. We observed that the control was completed on 1 

September 2024. 

 

We have drawn a sample on a resigned employee and 

observed that she has had her accesses removed. 

 

 

 

No exceptions noted. 

 

Management of privileged access rights. 

 

 Granting of privileged access rights is based on a 

work-related need.  

 Privileged access rights are granted to a special user 

ID. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that procedures for administration of privileged 

accesses have been designed. 

 

We observed that examination of rights for critical opera-

tion systems and access to personal data has been per-

formed. We observed that the control was completed on 

1 September 2024, and we have inspected documenta-

tion of this. 

 

 

 

No exceptions noted. 

 

Review of user access rights 

 

 Granted access is reviewed twice a year by the sys-

tem owner. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedure for examination of user 

rights. We observed that examination of rights for critical 

 

 

No exceptions noted. 
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A.9: Access management 

Control Objective 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

operation systems and access to personal data takes 

place twice a year. 

 

We have inspected system for recording of controls. We 

observed that the revision of granted rights was com-

pleted on 1 September 2024, and we have inspected 

documentation of this. 

 

Management of secret authentication information 

 

 Secret authentication information for system and ser-

vice users is stored with encryption and protected by 

password. 

 Only users with special work-related needs have ac-

cess to passwords. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for storage of secret authenti-

cation information.  

 

We observed that codes and log-in information are 

stored, encrypted and protected by password. By inquiry, 

it was confirmed to us that only employees with work-re-

lated needs have access to authentication information. 

 

 

 

No exceptions noted. 

Limited access to information 

 

 Access to system and file system is determined from 

a work-related need. Granting of access is authorised 

by the company's management and/or system owner 

and is examined once a year. 

 

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, it was confirmed to us that access to infor-

mation assets and data takes place according to manage-

ment's order and that granting takes place after an as-

sessment of the work-related need. We observed that 

only employees with a work-related need are granted ac-

cess. 

 

By random sampling, we have inspected accesses 

granted to systems and can confirm that all accesses 

have been approved. 

 

 

 

No exceptions noted. 
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A.9: Access management 

Control Objective 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

We have inspected procedure for examination of access 

rights. We observed that examination of rights for critical 

operation systems and access to personal data takes 

place. We observed that the control was completed on 1 

September 2024, and we have inspected documentation 

of this. 

 

Procedures for secure log-on 

 

 In case of several failed log-on attempts, user ac-

counts are automatically locked. 

 When an account is locked and it is not ascribable to 

the user, this is recorded in an incident log. 

 Passwords are transmitted with encryption. 

 

 

 

We have made inquiries with relevant personnel. 

 

By random sampling, we have inspected the system con-

figuration of servers. We observed that there is automatic 

locking of user accounts at failed log-in attempts. 

 

By inquiry, it was confirmed to us that information security 

incidents are recorded when user accounts are locked, 

but that there have been no incidents during the assur-

ance period, for which reason we have not been able to 

test the efficiency of the controls. 

 

We observed that log in to system is via HTTPS VPN and 

that password is encrypted in transmission. 

 

 

 

We observed that a procedure has been established for reg-

istration in event logs when locking user accounts. However, 

no user account lock has been recorded during the declara-

tion period. We cannot therefore comment on the implemen-

tation and effectiveness of controls. 

 

No exceptions noted. 

System for administration of passwords 

  

 Users are granted a personal user ID. 

 Users may select and change their own passwords. 

 Policies and procedures have been designed for 

passwords to ensure that passwords fulfil the recom-

mendations applicable at any time for protecting 

passwords with respect to length, complexity, and re-

placement. All employees have been instructed in se-

lecting and changing passwords. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for a selected 

server. We observed that users are created with individ-

ual user IDs. 

 

We have inspected user administration system. We ob-

served that users have access to change password. We 

also observed that it is possible to force users to change 

password at the next log-in. 

 

 

No exceptions noted. 
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A.9: Access management 

Control Objective 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

 Passwords are transmitted between client and server 

with encryption. 

 Users must change their password at first log-on. 

 

We have inspected policies and procedures for pass-

words. We observed that instruction of changing pass-

word has been sent to all users. We observed that the in-

struction includes requirement for selection and change 

of password. 

 

We have inspected system for authentication. We ob-

served that passwords are transmitted with encryption. 

 

By inquiry, it was confirmed to us that users are notified in 

writing, when starting, that the password must be 

changed at the first log in. 

  

Use of privileged system programmes 

 

 Use of privileged system programmes on servers re-

quires administrative rights. 

 Only employees with a work-related need have ac-

cess to use privileged system programmes. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for a selected 

server. We observed that use of administrative applica-

tions requires membership of privileged group on serv-

ers. 

 

We have inspected extract of group of rights for a se-

lected server. We observed that access to privileged 

group is granted to employees with work-related needs. 

 

 

 

No exceptions noted. 

Management of access to source codes for programmes 

 
 Access to source code is granted according to work-

related needs. 

 Source code is managed by version in the central 

storage system. 

 Access to source code is granted by the IT manage-

ment. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for storage and versioning of 

source code. We observed that only employees with a 

work-related need are granted access to the source code 

and the development system. 

 

 

 

No exceptions noted. 
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A.9: Access management 

Control Objective 

 To restrict access to information and personal data, including information and personal data processing facilities. GDPR, article 28(3)(c). 

 To ensure access for authorised users and prevent unauthorised access to systems and services. GDPR, article 28(3)(c). 

 To make users responsible for securing their authentication information. GDPR, article 28(3)(c). 

 To prevent unauthorised access to systems and applications. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

 Access to the storage system is reviewed at least 

once a year or by creation/closing of projects. 
We observed that source code is version-controlled in 

central system. 

 

We observed that examination of users was performed 

on 1 September 2024, and we have inspected documen-

tation of this. 
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A.10: Cryptography 

Control Objective 

 To prevent unauthorised physical access to and damage to and interference with the organization's information and personal data, including information and data processing facilities. 

GDPR, article 28(3)(c). 

 To avoid loss, damage, theft or compromise of assets and business interruption in the organisation. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Policy for use of cryptography 

 

 Policy for use of cryptography is established and doc-

umented.  

 Policy for use of cryptography is reviewed at least 

once a year. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for application of encryption have 

been established. 

 

We observed that policies are revised annually as a part 

of updating the information security policy. We observed 

that policies and processes were examined and assessed 

together on 2 July 2024. 

 

 

 

No exceptions noted. 

Protection and encryption of information 

 

 Sensitive personal data are protected with encryp-

tion, when archived. 

 All workstations and devices provided are encrypted. 

 The company's communication connections between 

the company, customers and cooperative partners 

are secured with encryption. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that guidelines have been designed for encryp-

tion of data based on requirements for confidentiality and 

integrity. 

 

We observed that policies are revised annually as a part 

of updating the information security policy. 

 

We have inspected file system and back-up system. We 

observed that data is encrypted during storage.  

 

By random sampling, we have inspected a workstation. 

We observed that it is encrypted. 

 

We have inspected test of TLS encryption of data con-

nections to operation systems. We observed that encryp-

tion TLS 1.2 and TLS 1.3 for creation of connection has 

been configured. 

 

 

 

No exceptions noted 
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A.10: Cryptography 

Control Objective 

 To prevent unauthorised physical access to and damage to and interference with the organization's information and personal data, including information and data processing facilities. 

GDPR, article 28(3)(c). 

 To avoid loss, damage, theft or compromise of assets and business interruption in the organisation. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

We have inspected system configuration, and observed 

that sensitive data are protected with encryption, when 

archived.  We observed that encryption is forced when 

storing passwords. We have inspected logging for ap-

plied encryption. We observed that all passwords are en-

crypted, when archived. 
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A.11: Physical protection and environmental protection 

Control Objective 

 To ensure the correct and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information and personal data. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Policy for physical and environmental security 

 

 Policy for physical and environmental security is es-

tablished and documented.  

 Policy for physical and environmental security is re-

viewed at least once a year. 

 

 

We have made inquiries with relevant personnel.  

 

We have inspected information security policy. We ob-

served that policies for physical security have been es-

tablished. 

 

We observed that policies are revised annually as a part 

of updating the information security policy. We observed 

that the policies were revised on 2 July 2024. 

 

 

 

No exceptions noted. 

Physical access control - data centre 

 

 Access to secured locations is solely granted to em-

ployees with work delated needs. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected access list for persons with access to 

the data processor's equipment in data centre. Only the 

CEO and senior developer have been granted access. 

We observed that the management has revised the 

granted accesses on 29 August 2024. 

 

 

 

No exceptions noted. 

Secure disposal, maintenance or reuse of equipment 

 

 At disposal, reuse or repair, it is ensured that data is 

deleted, and that restoration is not possible. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected controls for disposal and deletion of 

discs.  

 

We have been informed, that there has not been any dis-

posal, reuse of equipment or reparation of equipment. 

We have therefore not been able to rest the control. 

 

 

 

We observed that a procedure has been established for dis-

posal and deletion of discs. However, discs have not been 

disposed of or deleted during the reporting period. We can-

not therefore comment on the implementation and effective-

ness of controls. 

 

No exceptions noted. 

Policy for clean desk and clear screen 

 

 PCs must be locked with screen lock when leaving 

the workplace.  

 

 

We have made inquiries with relevant personnel. 

 

 

 

No exceptions noted 
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A.11: Physical protection and environmental protection 

Control Objective 

 To ensure the correct and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information and personal data. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

By inquiry of relevant of employees, it was confirmed to 

us that personal data is not stored in physical form. 

 

We observed that automatic screen lock has been imple-

mented when the workstation is left. 
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A.12: Operations security 

Control Objective 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimize the impact of audit activities on operating systems. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

Policy for operations security 

 

 Policy for operations security is established and doc-

umented.  

 Policy for operations security is reviewed annually. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies and guidelines for operations secu-

rity have been established. 

 

We observed that policies for operations security are re-

viewed annually in connection with revision of the infor-

mation security policy. We observed that policies and 

processes were examined and assessed together on 2 

July 2024. 

 

 

 

No exceptions noted. 

Documented operating procedures 

 

 Descriptions of procedure or work instructions have 

been prepared for routine tasks. 

 Material operational disturbances and irregularities, 

which impact mission-critical applications, are rec-

orded in an incident log. 

 Instructions have been prepared for the recovery of 

mission-critical systems. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for recording of controls. We 

observed that procedures for returning operational tasks 

have been designed.  

 

We have inspected procedure for significant operational 

disruptions and irregularities. 

 

We have inspected procedure for recording of material 

operational disturbances and irregularities.  

 

We have inspected the incident log. We observed that 

material operational disturbances are recorded in the in-

cident log. 

 

We have inspected procedure for restoration of opera-

tion/contingency plan. We observed that a general plan 

 

 

No exceptions noted 
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A.12: Operations security 

Control Objective 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimize the impact of audit activities on operating systems. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

has been established for restoration of operation after 

critical failures. 

 

Patch management – system software 

 

 All material changes are identified, managed, and 

documented in the Patch Management System. 

 Testing and deployment are planned as part of the 

patch management procedure. 

 All material changes are approved before implemen-

tation. 

 Information security is ensured as part of patch man-

agement. 

 All significant changes undergo risk assessment be-

fore implementation. 

 Emergency procedures and fall-back are planned as 

part of patch management. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for control documentation. 

We observed that a procedure has been designed for up-

dating operational systems and databases. We observed 

that updates are installed and tested in Staging environ-

ment before they are installed in operation environment. 

 

By random sampling, we have inspected documentation 

for update. We observed that update of operation sys-

tems has been performed. 

 

We observed that a procedure has been designed for up-

dating, including risk assessment and fall-back planning. 

 

 

 

No exceptions noted. 

Capacity management 

 

 Mission-critical systems are monitored in real time for 

capacity utilisation and lack of resources. 

  

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for monitoring of capacity. By 

random sampling, we observed that monitoring is per-

formed of servers and systems for monitoring of capacity.  

 

We have inspected documentation for receipt of e-mails 

with alarms and that they are followed up on. 

 

 

 

 

 

No exceptions noted. 
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A.12: Operations security 

Control Objective 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimize the impact of audit activities on operating systems. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

Controls against malware 

 

 Servers and workstations are protected with anti-vi-

rus. 

 Anti-virus software is updated regularly. 

 Procedure for handling a malware attack is described 

and implemented. 

 

 

We have made inquiries with relevant personnel. 

 

By random sampling, we have inspected workstations. 

We observed that anti-virus software is installed. We also 

observed that software is updated. 

 

By random sampling, we have inspected system configu-

ration for servers. We observed that anti-virus software is 

installed.  

 

We observed that procedure for the users’ handling of 
malware attacks. 

 

 

 

No exceptions noted 

Information backup 

 

 A backup is made of all critical servers and data 

drives. 

 Back-up is performed hourly. 

 Backup is controlled weekly. 

 Status notification is received when back-up fails. 

 Once a year, restore test of mission-critical systems is 

performed. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for back-up. We 

observed that back-up is performed of mission-critical 

systems and servers. We observed that back-up is per-

formed every hour. 

 

We have inspected system for documentation of controls. 

We observed that weekly control of correct back-up is 

performed. We observed that a notification is sent to the 

operations manager when there are deviations in the 

back-up. 

 

We observed that system restoration of server was per-

formed on 10 March 2024. 

 

 

 

No exceptions noted.  
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A.12: Operations security 

Control Objective 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimize the impact of audit activities on operating systems. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

Incident logs, protection of log information, administrator and 

operator log 

 

 Mission-critical networks and servers are logged on 

to, logging is collected and analysed.  

 Logs are collected and secured in a central database. 

 Alarms are monitored and handled by head of IT. 

 Only employees with a work-related need have ac-

cess to logs. 

 Systems are time synchronised. 

 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for logging. We observed that 

logging is performed on critical servers. We observed 

that logging is consolidated and analysed in a central log 

system. 

 

We have inspected that alarms are monitored and han-

dled by the CEO. 

 

We have inspected system for logging. We observed that 

only employees with a work-related need have access to 

log system. 

 

We have inspected system for logging. We observed that 

changes in critical system files are logged. We observed 

that notifications are released when there are changes in 

system or at creation of users. 

 

We have inspected system configuration for a random 

server and NTP server. We observed that time synchroni-

sation has been configured for these. 

 

 

 

 

No exceptions noted. 

Software installation on operating systems 

 

 Software installation on operating systems is subject 

to change management. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for change management. We 

observed that procedure has been designed for risk as-

sessment and restoration plan at implementation of 

changes in operation environment.  

 

 

No exceptions noted. 
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A.12: Operations security 

Control Objective 

 To ensure proper and safe operation of information and data processing facilities. GDPR, article 25, article. 28(3)(c). 

 To ensure that information and personal data, including information and data processing facilities are protected against malware. GDPR, article 28(3)(c). 

 To protect against data loss. GDPR, article 28(3)(c). 

 To record events and provide evidence. GDPR, article 33(2). 

 To ensure the integrity of operating systems. GDPR, article 28(3)(c). 

 To prevent technical vulnerabilities being exploited. GDPR, article 28(3)(c). 

 To minimize the impact of audit activities on operating systems. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

 

We have for a sample inspected that risk assessment of 

change was performed before installation of software. 

 

Technical vulnerability management 

 

 Information is currently obtained about vulnerabilities 

in the applied systems. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected documentation for collection of infor-

mation about vulnerabilities and for participating in activi-

ties regarding threats and vulnerabilities.  

 

 

 

No exceptions noted. 

Restrictions applicable to software installation 

 

 The IT policy establishes the framework for the use 

and installation of software. 

 Installation of software requires prior approval from 

the company's management. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that guidelines for application and installation soft-

ware. 

 

By random sampling, we have inspected a workstation to 

test if installation of software was possible without the 

management’s approval. 
 

 

 

We have for one sample noted that that the employee had 

the possibility to install software without the approval of the 

management. 

 

No further exceptions noted. 
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A.13: Communications security 

Control Objective 

 To ensure protection of network information and personal data and supportive information and personal data processing facilities. GDPR, article 28(3)(c). 

 To maintain information security and data protection when transferring internally in an organisation and to an external entity. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Policy for communications security 

 

 Policy for communications security is established and 

documented. 

 Policy for communications security is reviewed annu-

ally. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for communications security have 

been established.  

 

We observed that policies for communications security 

are reviewed annually in connection with revision of the 

information security policy.  

 

We observed that policy for communications security was 

last revised and approved by management on 2 July 

2024. 

 

 

 

No exceptions noted. 

Network security management 

 

 Access to the configuration of network devices is 

only granted to employees with a work-related need. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for firewall. We 

observed that access to configuration is granted to em-

ployees with on a work-related need. 

 

 

 

No exceptions noted. 

Security of network services 

 

 Access to the company’s operation network is pro-
tected with encryption. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system configuration for firewall. We 

observed that communication to operation systems is 

protected with VPN. We observed that the connection is 

encrypted.  

 

 

 

No exceptions noted. 

Segregation of networks 

 

 Services exposed to the internet are protected by 

firewall. 

 

 

 

We have made inquiries with relevant personnel. 

 

 

 

No exceptions noted. 
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A.13: Communications security 

Control Objective 

 To ensure protection of network information and personal data and supportive information and personal data processing facilities. GDPR, article 28(3)(c). 

 To maintain information security and data protection when transferring internally in an organisation and to an external entity. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

We have inspected system configuration for firewall. We 

observed that traffic filtering for access to servers are im-

plemented. 

 

Electronic messaging 

 

 The data processor uses e-mail for communication 

with external parties. The e-mail communication is 

encrypted during the transmission. 

 

 

We have made inquiries with relevant personnel. 

 

We observed that the data processor applies Microsoft 

Office 365 for e-mail communication.  

 

We have inspected system for e-mail. We observed that 

TLS encryption is forced on all outbound e-mails. 

 

 

 

No exceptions noted. 

Confidentiality and secrecy agreements 

 

 Written supplier agreements and data processing 

agreements have been entered or a NDA has been 

signed, if a supplier has access to or processes per-

sonal data, confidential information or sensitive per-

sonal data. 

 

 

 

We have made inquiries with relevant personnel. 

 

By inquiry, we have been informed that no new supplier 

agreements have been entered during the period, for 

which reason it has not been possible for us to test the 

control. 

 

We have inspected data processing agreements. We ob-

served that written agreements and data processing 

agreements have been entered with subprocessor and 

subservice organisation. 

 

 

 

We observed that a procedure has been established for en-

tering into supply agreements. However, no new supplier 

agreements have been entered into during the period of the 

declaration. We cannot therefore comment on the implemen-

tation and effectiveness of controls. 

 

No exceptions noted. 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: C
Q

G
EH

-5
D

BA
H

-P
M

SH
Z-

Q
XU

B0
-E

V0
KU

-V
PT

YU



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | VESTRE RINGGADE 28 | 8000 AARHUS C | CVR-NO. 20 22 26 70 Side 42 af 52 

 

ISAE 3000 ASSURANCE REPORT               COMPANY NAME 

  

A.14: System acquisition, development, and maintenance of systems 

Control Objective 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems 

that provide public network services. GDPR, article 25. 

 To ensure that information security and data protection is organised and implemented within the information systems development life cycle. GDPR, article 25. 

 To ensure the protection of data used for testing. GDPR, article 25. 

Control Activity Test performed by BDO Result of test 

Policy for acquisition, development, and maintenance of sys-

tems 

 
 Policy for acquisition, development and maintenance 

of systems has been established and documented. 

 Policy for acquisition, development and maintenance 

of systems is revised annually. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that guidelines have been established for security 

requirements for acquisition, development, and mainte-

nance. 

 

We observed that policies for security requirements for 

acquisition, development, and maintenance are reviewed 

annually in connection with revision of the information se-

curity policy. 

  
We observed that policies and processes were examined 

and assessed together on 2 July 2024. 

 

 

 

 
No exceptions noted. 

Analyse and specification of information security require-

ments. 

 

 All projects comprising development or changes of 

information systems fall within the data processor's 

procedure for development where information secu-

rity requirements are mandatory. 

 Information security requirements are documented in 

the project documentation. 

 At new acquisitions, change of outsourcing partner, 

formation of agreement with new outsourcing partner 

or the like, a risk assessment is performed. 

 Systems are designed and implemented so they en-

sure personal data protection by means of standard 

settings and through design of processes and func-

tionality. 

 

 

 

We have made inquiries with relevant personnel. 

 

By random sampling, we have inspected documentation 

for performed development tasks. We observed that risk 

assessment of the development task is performed in rela-

tion to information security and impact for the data sub-

ject. 

 

We have observed that requirements for and the result of 

the risk assessment are documented in the project docu-

mentation. 

 

We have inspected procedure for development and de-

ploy. We observed that risk assessment is updated at ma-

terial changes in the organisation and IT systems. We ob-

 

 

 

We observed that a procedure has been established for risk 

assessment when changing service providers or sub-data 

processors. However, no new supplier agreements or sub-

processor agreements have been entered into during the 

declaration period. We cannot therefore comment on the im-

plementation and effectiveness of controls. 

 

No exceptions noted. 
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A.14: System acquisition, development, and maintenance of systems 

Control Objective 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems 

that provide public network services. GDPR, article 25. 

 To ensure that information security and data protection is organised and implemented within the information systems development life cycle. GDPR, article 25. 

 To ensure the protection of data used for testing. GDPR, article 25. 

Control Activity Test performed by BDO Result of test 

served that changes in subservice organisations and sub-

processors imply renewed risk assessments of threats, 

which are identified in the threat catalogue and affiliated 

with subservice organisations and subprocessors. 

 

By inquiry, we have been informed there have been no 

changes in subservice organisations or subprocessors, 

for which reason it has not been possible for us to test 

the control. 

 

We have inspected procedure for project documentation. 

We have observed that requirements have been set up 

for risk assessment and information security require-

ments, including Privacy by default and Privacy by design.  

 

Secure development policy 

 

 All projects are documented. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for documentation of projects. 

We observed that there is a procedure for documentation 

of projects.  

  
We have inspected system for Pipeline management. We 

observed that projects, which are registered in develop-

ment, are documented. 

 

 

 
No exceptions noted. 

Principles for development of secure systems 

 
 All tasks or changes in systems are assessed for im-

pact on processing of personal data. 

 Privacy by design and Privacy by default are secured 

at changes which impact personal data. 

 The company performs system approval test on com-

ponents and integrated systems before launch. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected policies and descriptions of proce-

dures. We observed that at launch of projects, an assess-

ment of the impact of the project in relation to personal 

data is made.  

 

 

 
No exceptions noted. 
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A.14: System acquisition, development, and maintenance of systems 

Control Objective 

 To ensure that information security and data protection is an integral part of information systems throughout the life cycle. This also includes the requirements for information systems 

that provide public network services. GDPR, article 25. 

 To ensure that information security and data protection is organised and implemented within the information systems development life cycle. GDPR, article 25. 

 To ensure the protection of data used for testing. GDPR, article 25. 

Control Activity Test performed by BDO Result of test 

We observed that design and standard settings are man-

datory for assessment at launch of projects. 

 

By random sampling, we observed that automated test is 

performed of source code before installation in operation 

environment. 
 

Separation of development, test and operating environments 

 

 Rules for transfer of software from development to 

operation are described in the change management 

procedure. 

 Development tests and operating environments for 

mission-critical systems are separated. 

 Changes are tested in a separate environment be-

fore commissioning. 

 Data is not stored in development and test environ-

ments. 

 Only personnel with a work-related need has authori-

sation to installation and/or changes of software. 

 At deployment of software, notification is sent to 

CEO. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected transfer of software from develop-

ment to operation. We observed that procedure for de-

ployment, test of development projects, bug fixes and 

transfer of software from development to operation. 

 

We have inspected production and test environments. 

We observed that test and production environments are 

separated. We observed that test and development are 

on separate servers. 

 

By random sampling, we have inspected system for test 

of source code. We observed that automated integration 

test in staging environment has been completed before 

transfer of software from development to operation. 

 

We have inspected documentation for notification at de-

ployment in operation environment. We observed that 

the CEO is notified when new source code for operation 

environment is sent, before it becomes deployment. 

 

We have inspected databases in development and test 

environments. We observed that data in tables is anony-

mised.  

 
We have inspected access systems for access to source 

code and development tools as well as access to servers. 

 

 

No exceptions noted. 
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A.15: Supplier relationships 

Control Objective 

 To ensure protection of the organisation's assets and personal data that suppliers have access to. GDPR, article 28(2), article 28(3)(d), article 28(4). 

 To maintain an agreed level of information security, data protection and delivery of services under the supplier agreements. GDPR, article 28(2), article 28(3)(d), article 28(4). 

Control Activity Test performed by BDO Result of test 

Compliance with agreements/handling of security in supplier 

agreements 

 

 It is required that the suppliers’ information security 
level complies with the requirements of the data pro-

cessor's information security policy. This is secured 

through contracts, NDA or data processing agree-

ment. 

 Subprocessor must commit to documenting their 

compliance with the data processor's information se-

curity policy. 

 Subprocessor must commit to inform the data pro-

cessor of information security incidents. 

 The data processor obtains and examines annually 

ISAE 3000, ISAE 3402 or SOC-2 audit opinion form 

suppliers of mission-critical services. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected cooperation agreement with the sub-

service organisation GlobalConnect A/S. 

 

We have inspected data processing agreements and co-

operation agreements with GlobalConnect A/S, Twoday 

A/S, and FrontSafe A/S. 

 

We observed that the data processor has access to per-

forming audit of processes and controls related to each 

agreement. We also observed that subprocessors are ob-

ligated to inform the data processor about information se-

curity incidents. We also observed that subprocessors 

are obligated to let the data processor perform audit of 

the subprocessor's processes and controls.  

 

We have inspected documentation for supervision of sub-

processors. We observed that supervision of subproces-

sors has been conducted, and that it has been by physi-

cal inspection of offices. We have inspected a documen-

tation of this. 

 

We have inspected documentation for obtaining and as-

sessing external audit opinions for subprocessors and 

subservice organisation.  

 

We observed that ISAE 3402 assurance report has been 

obtained from GlobalConnect A/S as part of the monitor-

ing of the functionality of their controls.  

 

We have inspected ISAE 3402 assurance report from 

Global Connect A/S for the period 1 January to 31 Decem-

ber 2023. We observed that it is without any material 

 

 

We observed that for subprocessors Frontsafe A/S and Two-

day A/S, insufficient monitoring has been carried out on their 

compliance with the subprocessor agreements. 

 

 

No further exceptions noted. 
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A.15: Supplier relationships 

Control Objective 

 To ensure protection of the organisation's assets and personal data that suppliers have access to. GDPR, article 28(2), article 28(3)(d), article 28(4). 

 To maintain an agreed level of information security, data protection and delivery of services under the supplier agreements. GDPR, article 28(2), article 28(3)(d), article 28(4). 

Control Activity Test performed by BDO Result of test 

comments or reservations from the auditor issuing the 

opinion. 

 

We have inspected ISAE 3402 assurance report from 

FrontSafe A/S for the period 1 October 2021 to 30 No-

vember 2022. We observed that it is without any material 

comments or reservations from the auditor issuing the 

opinion. 

 

We observed that ISAE 3000 assurance report has been 

obtained from Twoday A/S for the period 1 April 2022 to 

31 March 2023 and ISAE 3402 for the period 1 May 2022 

to 30 April 2023. We observed that it is without any mate-

rial comments or reservations from the auditor issuing the 

opinion. 

  

Management of changes in supplier services 

 

 At material change of delivery, ownership as well as 

financial, organisational and other security conditions 

at the supplier, the service must be reassessed by 

the data processor. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that policies for supplier management have been 

established.  

 

We have inspected documentation for performed risk as-

sessments of sub-service suppliers and subprocessors in 

relation to significant changes. 

 

 

 

No exceptions noted. 
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A.16: Information security incident management 

Control Objective 

 To ensure a uniform and effective method of managing information security breaches and personal data breaches, including communication on security incidents and weaknesses. 

GDPR, article 33(2). 

Control Activity Test performed by BDO Result of test 

Reporting of information security incidents 

 

 All information security incidents, weaknesses and 

breaches are reported to management. 

 All information security incidents, weaknesses and 

breaches are recorded by management in an inci-

dent log. 

 All information security incidents are assessed in re-

lation to confidentiality, integrity, and accessibility. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedure for reporting of information 

security incidents. We observed that a procedure has 

been designed for reporting of information security inci-

dents.  

 

We have inspected documentation for incidents. We ob-

served that during the period two information security in-

cidents have been reported but are not a breach of the 

information security. We also observed that the incidents 

have been mitigated.  

 

We observed that an assessment has been made of the 

reported incidents in relation to whether there has been a 

personal data breach. 

 

 

 

No exceptions noted. 

Handling information security incidents 

 

 Information security incidents are handled according 

to an established procedure. 

 Logging and other evidence are secured in connec-

tion with recording of information security incidents. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected information security policy. We ob-

served that a procedure has been designed for handling 

information security incidents and breaches, which pre-

scribes that personal data breaches must be reported 

without undue delay to the data controller. 

 

We have inspected an overview of information security 

incidents. By random sampling, we have inspected docu-

mentation for information security incidents. We observed 

that information security incidents are handled according 

to procedure. 

 

 

 

 

 

No exceptions noted. 
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A.16: Information security incident management 

Control Objective 

 To ensure a uniform and effective method of managing information security breaches and personal data breaches, including communication on security incidents and weaknesses. 

GDPR, article 33(2). 

Control Activity Test performed by BDO Result of test 

Experiences from information security incidents 

 

 The company's management examines annually the 

incident log and initiates improvements of the infor-

mation security. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected system for documentation of controls. 

We observed that a procedure has been designed for ex-

amination of all information security incidents and evalua-

tion of these. 

 

We have inspected system for documentation of the data 

processor's controls.  

 

We have inspected system for documentation of the 

company's controls. We observed that examination of the 

company's incident log has been performed. We ob-

served that the control was performed on 16 May 2024. 

 

 

 

No exceptions noted. 
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A.17: Information security aspects of disaster recovery, contingency and restore management 

Control Objective 

 To ensure that information security and data protection continuity are rooted in the organisation's management systems for emergency and re-establishment. GDPR, article 28(3)(c). 

 To ensure accessibility of information- and personal data processing facilities. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

Planning of information security continuity 

 

 Based on risk assessment, a plan is established for 

information security continuity. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the contingency plan. We observed 

that a contingency plan has been design and imple-

mented based on a risk assessment for operation of in-

formation assets. We observed that the contingency plan 

was revised in September 2024. 

 

 

 

No exceptions noted. 

Implementation of information security continuity 

 

 Organisation and management structure during 

emergency preparedness is specified in procedures 

for contingency, emergency, and business continuity 

management. 

 A general contingency plan has been prepared 

which describes the overall procedure for initiation of 

preparedness and organisation of preparedness. 

 Roles and responsibility in connection with activation 

of preparedness have been communicated to rele-

vant persons, including information on placement of 

necessary descriptions and information. 

 Procedures and work descriptions have been pre-

pared for re-establishment of mission-critical sys-

tems. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected contingency plans. We observed that 

management structure is specified in the contingency 

plan. We observed that a general contingency plan has 

been prepared with procedure for initiation and organisa-

tion of preparedness. 

 

We also observed that roles and responsibility in connec-

tion with preparedness have been established and com-

municated to relevant employees. 

 

We observed that a work description has been prepared 

for step-by-step re-establishment of operation systems. 

 

 

 

No exceptions noted. 

Verification, review, and assessment of information security 

continuity 

 

 Contingency plans are audited annually at implemen-

tation of new systems or changes in the risk assess-

ment. 

 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected the data processor's annual cycle for 

controls. We observed that procedures have been de-

 

 

 

No exceptions noted. 
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A.17: Information security aspects of disaster recovery, contingency and restore management 

Control Objective 

 To ensure that information security and data protection continuity are rooted in the organisation's management systems for emergency and re-establishment. GDPR, article 28(3)(c). 

 To ensure accessibility of information- and personal data processing facilities. GDPR, article 28(3)(c). 

Control Activity Test performed by BDO Result of test 

 Contingency plans are tested according to an estab-

lished rotation plan. Testing of contingency plans is 

planned in the annual cycle. 

signed for annual revision of contingency plans. We ob-

served that the contingency plan was revised in Septem-

ber 2024. 

 

We have inspected documentation for test of contin-

gency plan and observed that this was performed on 21 

August 2024. 

 

Availability of information processing facilities 

 

 Mission-critical systems are virtualised, when possi-

ble.  

 Contingency plans are stored on several physical lo-

cations. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected overview of virtualised servers. We 

observed that the data processor's systems are virtu-

alised, when possible. 

 

We have inspected system for storage of documentation. 

We observed that contingency plans are stored in file 

system. 

 

We also observed that the contingency plan is stored as 

a physical printout at the office. 

 

 

 

No exceptions noted. 
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A.18: Compliance 

Control Objective 

 To prevent violations of statutory, regulatory, or contractual requirements in relation to information security and other security requirements. GDPR, article 25, article 28(2), article 

28(3)(a), article 28(3)(e), article 28(3)(g), article 28(3)(h), article 28(3)(f), article 28(10), article 29, article 32(4), article 33(2). 

 To ensure that information security and data protection is implemented and run-in accordance with the organisation’s policies and procedures. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

Control - Assistance to the data controller 

 

 The data processor has designed and implemented 

procedures for assistance to the data controller with 

fulfilling the data subjects’ rights. 

 The data processor has designed and implemented 

procedures for assistance to the data controller in re-

lation to audit and inspection. 

 The data controller has designed and implemented 

procedures for assistance to the data controller in re-

lation to compliance with special requirements of the 

regulation, including assistance in relation to articles 

32-36. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected data processing agreements and poli-

cies. We observed that procedures have been designed 

for assistance to the data controller in relation to the data 

subject's rights. We also observed that a standard proce-

dure has been designed for recording of requests from 

data controllers. By inquiry, we have been informed that 

the data processor has not received a request from a 

data controller regarding data subjects’ rights during 
the assurance period, for which reason we were not 

able to test the efficiency of the controls. 
 

We observed that policies and procedures have been de-

signed for the data controller's access to completion of 

audit and inspection. 

 

We have inspected data processing agreements and pro-

cedures for assistance to the data controller, in accord-

ance with articles 32-36 of the General Data Protection 

Regulation, including security of processing, notification 

and communication at personal data breaches as well as 

impact assessment. By inquiry, we have been informed 

that the data processor has not been requested to as-

sist with the stated commitments during the assurance 

period, for which reason we were not able to test the 

efficiency of the controls. 
 

 

 

We observed that a procedure for assisting data controllers 

has been established. However, there have been no requests 

for assistance from data controllers during the period of the 

declaration. We cannot therefore comment on the implemen-

tation and effectiveness of controls. 

 

No exceptions noted. 

Control - Deletion and return of personal data 

 

 There are written procedures containing require-

ments on storing and deleting personal data in ac-

cordance with the agreement with the data control-

ler. 

 

 

We have made inquiries with relevant personnel. 

 

We have inspected procedure and policies for deletion 

and return of data to the data controller. We observed 

that a procedure has been prepared for deletion of data 

at termination of client relationship. 

 

 

No exceptions noted. 
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A.18: Compliance 

Control Objective 

 To prevent violations of statutory, regulatory, or contractual requirements in relation to information security and other security requirements. GDPR, article 25, article 28(2), article 

28(3)(a), article 28(3)(e), article 28(3)(g), article 28(3)(h), article 28(3)(f), article 28(10), article 29, article 32(4), article 33(2). 

 To ensure that information security and data protection is implemented and run-in accordance with the organisation’s policies and procedures. GDPR, article 28(1). 

Control Activity Test performed by BDO Result of test 

 Assessment of whether the procedures are to be up-

dated is made currently and at least once a year. 

 

We have inspected log for deletion and performed in-

spection of databases for recording of personal data. We 

observed that personal data is deleted according to pro-

cedure. 

 

We observed that examination of procedures for deletion 

is planned regularly, and at least once a year. 

 

Control - Data processing agreements 

 

 A procedure has been designed and implemented 

for obtaining and assessing data processing agree-

ments. 

 Subprocessors are stated in the data processing 

agreement with the data controller. 

 Data processing agreements are signed by data con-

trollers and data processor, and they are archived 

electronically. 

  

 

 

We have made inquiries with relevant personnel. 

 

We observed that a standard data processing agreement 

is used when entering data processing agreements with 

data controllers and subprocessors. We observed that 

subprocessors are stated in data processing agreement 

template with the data controller. 

 

By random sampling, we have inspected data processing 

agreements. We observed that data processing agree-

ments are designed in accordance with article 28 (2) of 

the General Data Protection Regulation. 

 

We observed that the data processing agreements are 

signed by both data controller and the data processor's 

management. 

 

We also observed that the data processing agreements 

are stored electronically. 

 

 

 

No exceptions noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: C
Q

G
EH

-5
D

BA
H

-P
M

SH
Z-

Q
XU

B0
-E

V0
KU

-V
PT

YU



 

  

  

 

 

 

 

 

 

 

 

 

 

 

 

 

BDO STATSAUTORISERET 

REVISIONSAKTIESELSKAB 

VESTRE RINGGADE 28 

8000 AARHUS C 

 

 

www.bdo.dk 

BDO Statsautoriseret revisionsaktieselskab, a Danish limited liability company, is a member 

of BDO International Limited, a UK company limited by guarantee, and forms part of the in-

ternational BDO network of independent member firms. BDO is the brand name for the BDO 

network and for each of the BDO Member Firms. BDO in Denmark employs more than 1,700 

people and the world wide BDO network has about 115,000 partners and staff in more than 

166 countries. 

 

Copyright - BDO Statsautoriseret revisionsaktieselskab,  

cvr.nr. 20 22 26 70. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: C
Q

G
EH

-5
D

BA
H

-P
M

SH
Z-

Q
XU

B0
-E

V0
KU

-V
PT

YU



Dette dokument er underskrevet digitalt via Penneo.com. Signeringsbeviserne i 
dokumentet er sikret og valideret ved anvendelse af den matematiske hashværdi af 
det originale dokument.  Dokumentet er låst for ændringer og tidsstemplet med et 
certifikat fra en betroet tredjepart. Alle kryptografiske signeringsbeviser er indlejret i 
denne PDF, i tilfælde af de skal anvendes til validering i fremtiden.

Sådan kan du sikre, at dokumentet er originalt
Dette dokument er beskyttet med et Adobe CDS certifikat. Når du åbner dokumentet 

i Adobe Reader, kan du se, at dokumentet er certificeret af Penneo e-signature 
service <penneo@penneo.com>. Dette er din garanti for, at indholdet af 
dokumentet er uændret. 

Du har mulighed for at efterprøve de kryptografiske signeringsbeviser indlejret i 
dokumentet ved at anvende Penneos validator på følgende websted: https://
penneo.com/validator

“Med min underskrift bekræfter jeg indholdet og alle datoer i dette dokument.”

Underskrifterne i dette dokument er juridisk bindende. Dokumentet er underskrevet via Penneo™ sikker 
digital underskrift. Underskrivernes identiteter er blevet registreret, og informationerne er listet herunder.

Mikkel Jon Larssen
BDO STATSAUTORISERET REVISIONSAKTIESELSKAB CVR: 20222670
Partner
Serienummer: 51d312d9-1db3-4889-bb62-37e878df1fff
IP: 77.243.xxx.xxx
2024-12-17 09:09:22 UTC

Christian Richter-Pedersen
CEO & Partner
Serienummer: 4328a6a0-06b4-412e-a452-4a418642d03e
IP: 87.116.xxx.xxx
2024-12-17 09:13:10 UTC

Nicolai Tobias Visti Pedersen
Statsautoriseret revisor
Serienummer: 096fe1fc-de80-4d55-8c69-fc2fb761227d
IP: 77.243.xxx.xxx
2024-12-17 09:18:51 UTC

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: C
Q

G
EH

-5
D

BA
H

-P
M

SH
Z-

Q
XU

B0
-E

V0
KU

-V
PT

YU



         1bhrzyYGQ0QFS1y4D6PFTWfLHaIFI/o6+xbLgIholbI=   gv4cxGnqnENxS99CgVj7qkP0Bks82/KNqDZ2w9CJTrs= h8KQDXgwGFSYGoT8Vf/yHN9PSskXanV6xn/Jfrpo246Gq54gSBqLqt1Qgu/t4N3rD6At4IaH3gTH7T3ee1wN/Lxx8Y2JnNOjZetdonIE1YJzfsg0oHKLjzvxMpUjoFOVnFpgIzA7k72AbfSajBms3PT/xwJ0wWfaq+KlQj5Bbs5aNESSxdEOIeP4XXMHTeDxHDJtplcOn8K+adqECEU8AoVpNHmW2rTPht3Jb/CCsyQnsJJUZ7XpxvLTpURKwdE9Hp+VKUYUNjuAF7ZLSRUecJDxTSQihpTqX3qB/fWihIlKBMWdels5Mp1nZgcBUTvdfGWVmKMi40z0ZaKrBdFLPCcYpydbg/hb8M1HCWFDAuhGZnAV0dIWgJ/0ocmNvHV+p2apnPD7Vr0IK+mxlXR11fhmw43X44eeggUWXTy4M5+K6WOBNTzi73s0UEJWYV1eq1ECTAmkitVhGe5bIz/5+TycSKxEA0pNmJ9LChHICsgoto5ngrSgp2GK7b0qGYl6GzSuhF+XZ2KyA6O5PGvJzJyMh1Jvwn9CDyREhlMyU1JKNA36/xPN35tNAEvtn+KkRaS4csWtpvh1k2OFdUFkh6/df9sWOIDOkTdTaw1pIKyVbgDhOw/GAMJYVxNHw9rC/KqlI2Wl+qW35LpIDqIHYr5xwfrBJjUo3ZeZLxsPwxM=    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 AQAB  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     2024-12-17T09:09:21.431Z     s5bzmN89X36dDWvq4if4wvdN8F+hnsnzOkgBtO5o3fM=  CN=Penneo Production CA Sign Root g1r20240514, O=Penneo A/S, L=Copenhagen, C=DK 1393020953801869200847363053894327249663783783849     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


 
             
                 
             
             Erklæring ISAE 3000 GDPR_ISO_ 2024
             PSCKJ-UTTX4-ZF2Y3-AL76D-E6TO4-KDVEA
             SHA-256
             21c94f10a66f87224fbc813cade71704efa4719451859eec06753bb53414534a
             
                                     
                                                                             Partner
                                            
                            
        
             
             Declaration ISAE 3000 GDPR_ ISO_2024
             CQGEH-5DBAH-PMSHZ-QXUB0-EV0KU-VPTYU
             SHA-256
             43429b0ca43bf152c201152af9d9262470cb1135dba4c131e0ff53d22ff131d5
             
                                     
                                                                             Partner
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                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
                
                 
                     Dokumenter der underskrives
                     
                         
                             
                                 
                                     
                                
                                 
                                    Jeg underskriver dokumentet " "                                

                                 
                                                                                                             -  
                                            på vegne af    
                                            som  
                                

                                 
                                     
                                        Dokumentnøgle:  
                                    
                                     
                                        Dokumentets kryptografiske   hash-værdi:  
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             Erklæring ISAE 3000 GDPR_ISO_ 2024
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             Declaration ISAE 3000 GDPR_ ISO_2024
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                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
                
                 
                     Dokumenter der underskrives
                     
                         
                             
                                 
                                     
                                
                                 
                                    Jeg underskriver dokumentet " "                                

                                 
                                                                                                             -  
                                            på vegne af    
                                            som  
                                

                                 
                                     
                                        Dokumentnøgle:  
                                    
                                     
                                        Dokumentets kryptografiske   hash-værdi:  
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                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
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